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2) video surveillance (6.95%) represents an essential IPSS

component for both safety and security. 

3) the devices aimed at guaranteeing business continuity

and disaster recovery represent IPSS vital components too 

(backup: 6.42%, UPS: 6.19%). 

4) the IPSS components for managing authentication,

authorizations and accounting are also essential for the desired 

goal (access control: 4.54%, encryption: 4.26%, logical 

intrusion detection measures: 3.93%). 

5) the IPSS components related to energy supply and

conditioning are significant too for the desired objectives 

(electrical generator 4.24%, air conditioning 3.76%). 

4. CONCLUSIONS

A systematic procedure, based on the HoS and applicable to 

information physical security, that allows to classify the vital 

components of an information physical security system, 

according to a priority order, has been developed and studied, 

applying it to a case study represented by a typical site of 

tertiary activities. It represents a general approach that can be 

applied to different contexts, allowing to perform a proper and 

useful cost/benefit analysis. The obtained results could 

represent the basis for further QFD analyses in order to obtain 

more detailed information that allow to optimize the 

information physical security system from the cost/benefit 

point of view. 
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