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Reducing emergency response times is critical to enhancing the efficiency of integrated 

rescue systems (IRS) and mitigating the impact of crisis events. This study investigates 

the deployment of intelligent sound event detection (SED) systems capable of recognizing 

specific sounds, such as gunshots and shouting, within public and commercial spaces. 

Through controlled simulations in an airport administrative building, the research 

demonstrates that SED systems significantly outperform traditional notification methods, 

reducing average response times by over 97%—from 175 seconds to just 5 seconds. These 

findings highlight the potential of SED systems to revolutionize emergency response 

strategies. The study introduces a novel approach by integrating sound detection with 

video surveillance into multimodal systems. This combination enhances situational 

awareness and allows for more precise responses to emergencies, addressing limitations 

of standalone detection systems. However, the study acknowledges key limitations—

primarily that SED systems are less effective in silent incidents. The results emphasize 

the scalability of SED systems for diverse real-world applications in critical locations such 

as public institutions, shopping centers, and transportation hubs, where rapid decision-

making is essential. Future research should explore optimizing these systems for noisy 

and unpredictable environments and advancing machine learning algorithms to improve 

reliability, adaptability, and detection accuracy, ensuring robust crisis management in 

varied scenarios. 
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1. INTRODUCTION

This chapter introduces the critical importance of response 

times in emergency situations and highlights the role of 

intelligent systems in enhancing crisis management. By 

examining traditional methods and their limitations, the 

following sections provide a foundation for understanding the 

potential benefits of advanced technologies, such as Sound 

Event Detectors (SED), in improving response efficiency and 

public safety. 

1.1 Context and importance of response times in critical 

incidents 

The response time of security personnel and IRS units plays 

a crucial role in determining the outcomes of critical incidents 

in high-risk areas. Traditionally, security personnel and IRS 

units are alerted to these incidents and emergencies through 

notifications heavily influenced by human factors, which can 

result in significant delays. Individuals who could report 

incidents and emergencies are often the victims themselves. 

Human factors, such as delayed reaction or confusion in 

crowded environments, often hinder prompt reporting of 

emergencies. One known aspect is the 'bystander effect' [1], 

where individuals assume others have already reported the 

incident, but it is only one of many behavioural limitations in 

high-risk settings. Operational and administrative measures at 

airports highlight the importance of clearly defined procedures 

and minimizing delays in the transfer of information between 

IRS units [2]. 

1.2 Traditional reporting methods and their limitations 

Traditional methods of reporting emergencies are often 

prone to errors caused by human factors. Intelligent sound 

event detectors (SED) offer an automated approach that 

recognizes specific learned sounds, such as gunshots, shouting, 

and glass breaking, thereby triggering faster responses from 

security forces and IRS units [3]. 

1.3 Benefits of intelligent sound event detectors 

The importance of sound detectors in the field of security 

has grown significantly in recent years due to advancements 

in sound signal analysis technologies. For instance, prior 

research demonstrated the use of sound event detectors in 

transportation, achieving a significant improvement in 

response times to unexpected events [4]. These systems use 
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machine learning models trained on large annotated audio 

datasets to classify predefined sound types (e.g., gunshots, 

screams) in real time. Their architecture typically includes 

front-end feature extraction (e.g., MFCC, Mel spectrograms), 

followed by classifiers like convolutional neural networks 

(CNNs) or support vector machines (SVMs) [5]. 

Another advantage of automated systems, such as SEDs, is 

their ability to eliminate human error. Research emphasizes 

that human factors often lead to errors in decision-making 

during crises, especially when individuals are exposed to stress 

or confusion [6]. Automation eliminates this element, which is 

particularly crucial during emergencies requiring a rapid 

response. Further studies document that smart sensors and data 

integration can significantly enhance the ability to respond 

quickly to crises, leading to better outcomes in emergency 

management [7]. 

Additionally, prior research has investigated the application 

of machine learning algorithms for sound classification, 

offering foundational insights into the effective analysis and 

categorization of audio signals [3]. Building upon these 

advancements, this study adapts such principles specifically to 

the context of emergency response and crisis management 

using Sound Event Detectors (SEDs). Recent investigations 

have also demonstrated the efficacy of support vector 

machines (SVM) in classifying indoor sounds, such as 

gunshots and breaking glass, which further enhances the 

accuracy and reliability of sound event detection (SED) 

systems in critical security applications [8]. 

1.4 Research objectives and hypotheses 

The aim of this study is to evaluate the effectiveness of 

intelligent SED systems in reducing response times for 

security personnel and IRS units and their contribution to 

prevention and enhanced security levels. The research focuses 

on controlled simulations of an active shooter attack in the 

environment of an airport administrative building to provide a 

comparative analysis of traditional and automated reporting 

methods. We hypothesize that automated SED systems will 

serve as a significantly faster source of notification for security 

forces, thereby greatly improving response times and overall 

intervention efficiency. 

The use of IoT technologies, such as SEDs, represents a 

critical advancement in crisis management, essential for 

reducing casualties and improving intervention efficiency [9]. 

While similar studies have explored automated systems in 

emergency contexts, to the best of our knowledge, no prior 

research has specifically focused on the integration of SEDs in 

the controlled simulation of active shooter scenarios within 

airport environments. This research aims to contribute to 

existing knowledge on the use of intelligent technologies for 

public safety and further develop methodologies that enable 

their effective integration into current security protocols. 

Systems like SED can play a key role in improving safety not 

only in administrative and commercial buildings but also in 

public spaces, where they can serve as the first line of defense 

during critical incidents [2]. Current research addresses key 

challenges including detection in noisy environments, 

distinguishing overlapping sounds, and reducing false alarm 

rates—especially in crowded public spaces. Emerging trends 

also include the integration of SED with video analytics and 

IoT frameworks to create context-aware, multimodal 

surveillance solutions. Despite these advancements, there 

remains a need for experimental validation of SED systems in 

complex, high-risk environments—especially within 

structured, time-critical scenarios such as active shooter 

incidents. This study aims to fill that gap. 

2. METHODOLOGY

This section outlines the methodology used in this 

experimental study aimed at evaluating the effectiveness of 

intelligent sound event detectors (SED) during emergency 

incidents. 

2.1 Method used 

An experimental approach was chosen as the most suitable 

research method, as it allows for systematic observation and 

measurement of responses in a controlled environment while 

maintaining the realism of an emergency scenario. 

Experimental studies in complex buildings provide a unique 

opportunity to collect empirical data on the effectiveness of 

security systems and their impact on the course of an 

emergency, while also enabling the control of variables and 

systematic evaluation of results [10]. 

2.2 Description of the experimental environment 

The experiment was conducted as a complementary activity 

during a simulated emergency exercise in the APC building at 

Václav Havel Airport. It was part of the standardized exercise 

STČ-14/IZS AMOK - active shooter attack [11]. The exercise 

was organized by the Police of the Czech Republic (PČR), and 

Václav Havel Airport used this opportunity to train its internal 

security forces. The administrative building was selected due 

to its complex structure and the high number of potential risk 

areas. 

The simulation of the active shooter attack was designed to 

replicate real emergency conditions, focusing on sound-

intensive events such as gunshots and aggressive shouting. 

Various types of sensors, including SEDs, were deployed 

throughout the building to ensure comprehensive SED. Each 

critical area was equipped with sensors and a camera system 

to record events and facilitate their evaluation. The use of 

physical security technologies at civil airports provided 

important context and enabled the creation of a realistic 

environment for simulating an emergency [2]. 

The experiment was conducted as part of a scheduled 

standardized training exercise organized by the Czech Police, 

providing a unique opportunity to evaluate SED technology 

under realistic operational conditions. 

2.3 Scenarios 

This chapter describes the different scenarios used to 

simulate the shooter attack.  

Scenario 1: A man at the front desk is talking to the 

receptionist. Apparently, he is harassing her because the 

receptionist calls for security using the panic button located in 

an accessible location at the reception desk. When the security 

service arrives, there is a conflict and a scuffle.  

Scenario 2: An incoming male (ex-employee) arrives at the 

front desk and is aggressive towards the receptionist. He then 

jumps the turnstile and takes the elevator to an unknown floor. 

The receptionist calls security, who then calls the police, while 

the perpetrator is in an unknown location, out of range of the 
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CCTV cameras. When the police arrive, the perpetrator is 

found and pacified. 

Scenario 3: Two perpetrators arrive at the reception desk 

and immediately begin shooting at employees, killing some 

employees at the reception desk and breaking into the building, 

taking the surviving employees’ hostage and moving 

unchecked through selected floors of the building.   

Scenario 4: Two active shooters enter the training room and 

shoot at all persons present (Figure 1). 

Figure 1. Schematic of the experimental setup for one of the 

scenarios 

Diagram showing the location of the sound event detectors 

on the 1st and 2nd floors of the office building in the simulated 

emergency of scenario 3. 

2.4 Participants and roles 

Members of the Police of the Czech Republic were used to 

simulate attackers, and volunteers were used to simulate the 

staff of the airport administration building where the simulated 

attack took place. The selection of participants was managed 

by the Police of the Czech Republic. This approach to 

participant selection for simulated active shooter scenarios is 

consistent with recommended procedures for crisis training 

[12]. The attackers were equipped with various weapons (knife, 

short firearm, long firearm). Employees participated in 

physical altercations accompanied, as much as possible, by 

authentic emotional displays of screaming to simulate real 

emergency incidents as faithfully as possible, in line with 

methodological practices for creating realistic scenarios [13]. 

2.5 Materials and technologies used 

The technological setup integrates intelligent sound event 

detectors (SEDs) with surveillance cameras mounted on 

tripods, along with wireless communication routers, forming 

independent units for real-time emergency detection. This 

compact system, as shown in Figure 2, ensures effective audio-

visual monitoring and communication during the experiment. 

Figure 2. Tripod with SED sound event detector, security 

camera and communication infrastructure used in the 

experiment at Prague Airport 

Sound Event Detectors: 

Detectors of dangerous sound events (model Jalud SED-

2023 Pro, manufactured by Jalud Embedded s.r.o., Plzeň, 

Czech Republic) were installed on tripods together with 

microphones and surveillance cameras. They were equipped 

with wireless router and power supply to form independent 

units for detecting and communicating alarms to the central 

security center. The software used in the SED devices 

incorporates artificial intelligence algorithms, enabling the 

detection and classification of specific sound patterns with 

high accuracy. A systematic review highlights the growing 

role of machine learning algorithms in sound classification, 

providing a foundational understanding of how these 

technologies can be leveraged to improve real-time detection 

and response systems in various domains, including public 

safety [14]. The sound event detectors were installed 

according to standardized procedures for acoustic detection in 

confined spaces [15]. The devices are pre-programmed to 

recognize and classify sound events such as screams, gunshots, 

and glass breaking, with a detection accuracy of > 95% [16]. 

The system implementation and its integration with the 

security center followed best practices for integrating security 

technologies [15]. 

Surveillance Cameras: 

To monitor the area, AXIS P1387 Box Camera IP cameras 

(Axis Communications AB, Lund, Sweden) with a 5MP 

resolution and support for Lightfinder 2.0 and Forensic WDR 

were used. The cameras were installed on the same tripods as 

the SED sensors to provide comprehensive surveillance of the 

monitored area [17]. 

Control system: 

The centralized security system of the airport is formed by 

the Integrated Security Center (IBC), which serves as the main 

coordination hub for managing security surveillance and crisis 

situations. The IBC is equipped with a modern centralized 

security console, which enables integration of data from all 

security systems, continuous monitoring of all airport security 

zones 24/7, visualization of alarms and events on large display 
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units, direct communication with security units and emergency 

services, and archiving and analysis of security events. The 

system is connected with the airport security monitoring center, 

the operational center of the Police of the Czech Republic at 

the airport, the airport fire rescue service, airport security, and 

other relevant security forces [18]. Integration of data from 

SED detectors into this system has not yet been implemented 

in real use.  

2.6 Experiment procedure 

The experimental procedure followed the methodological 

framework for testing security systems in real-world 

conditions [19], with data collection and evaluation carried out 

according to standardized protocols for experimental research 

in the field of security [20]. 

Phase 1 - Preparation: 

Sound event detectors were installed on tripods along with 

the necessary infrastructure described earlier and placed at 

predetermined locations corresponding to the anticipated 

incidents of each scenario. Wireless connections to the 

Security Monitoring Center were configured. 

Phase 2 - Active Experimentation: 

Actors portraying attackers and employees simulated the 

prepared scenarios. During the scenarios, physical altercations 

and shootings created emotionally intense situations naturally 

accompanied by screaming and the sounds of gunfire. These 

events triggered the SED system. All detections were recorded, 

including their timestamps. Additionally, timestamps for other 

key events, such as the start of the scenario, its significant 

phases, and emergency calls made by participants, were also 

logged. 

Phase 3 - Comparison of Key Variables - Response Times 

Between Scenarios: 

The time elapsed from the start of the incident to the 

delivery of notifications about the attack from any possible 

source was compared across scenarios.  

2.7 Measured variables 

Primary Variable: The time elapsed from the start of the 

incident to the notification of IRS units. This variable was 

measured in two variants: 

A) Time from the start of the incident to the notification of

IRS units via an alert received at the Security Monitoring 

Center from automatic sound event detectors (SEDs). 

B) Time from the start of the incident to the notification of

IRS units via an emergency call to 112 and, subsequently, an 

alert received at the Security Monitoring Center through a call 

from a participant in the experiment who became aware of the 

incident during its course and was able to make a phone call. 

2.8 Data collection and analysis 

During the simulation, all detected events, timestamps, and 

response times were recorded. The data were subsequently 

analyzed using statistical methods, including average response 

time, median, and standard deviation. A t-test analysis was 

employed to evaluate the differences between detection using 

SEDs and traditional methods [21]. 

2.9 Equipment details used for the experiment 

Sound Detectors: 

Standalone SED models for recognizing specific sound 

frequencies relevant to high-risk situations, supplied by the 

manufacturer, Jalud Embedded. 

Modifications: 

Standard versions of these detectors were used without any 

modifications tailored to specific environments. 

CCTV Cameras: 

To monitor the surroundings of the installed sound detectors, 

security cameras supplied by Axis Communications were 

installed on tripods alongside the detectors. Cameras from this 

manufacturer were chosen because they are standardly used 

for video surveillance at Prague Airport [22]. 

2.10 Calibration and preparation of detectors 

Before the experiment, all detectors were calibrated to 

ensure their accuracy and reliability. The calibration process 

involved testing the detectors in simulated conditions with 

varying noise levels to ensure that they correctly responded to 

predefined sound events, such as gunshots and shouting. The 

calibration and preparation of the detectors were conducted 

following standardized procedures for acoustic detection 

systems [23]. All devices were also time-synchronized to 

enable precise comparison of timestamps from individual 

sensors. 

2.11 Ethical aspects and safety measures 

During the experiments, the safety of all participants was 

ensured, and ethical guidelines were strictly followed. Ethical 

considerations and safety measures were implemented in 

accordance with recommended procedures for conducting 

security exercises [24]. All participants were informed in 

advance about the nature of the experiment and provided their 

consent to participate. Measures were also taken to minimize 

stress and ensure the safety of all actors and personnel 

involved in the experiment. 

3. RESULTS

The primary metric examined in this study is the time 

difference between notifications of an emergency event 

identified by sound event detectors (SEDs) and notifications 

received by security personnel at the operational center or the 

Police of the Czech Republic through conventional means. 

These conventional methods include a witness or participant 

calling by phone or using standard systems such as a 

traditional video surveillance system without sound detection, 

emergency buttons, etc. The results of the scenarios confirmed 

the hypothesis that sound detectors are generally faster. 

3.1 Results of individual scenarios 

The results of individual scenarios were analyzed using 

standardized procedures for evaluating the effectiveness of 

security systems [25]. The methodology for evaluating 

response times was based on recommended procedures for 

time-series analysis in security systems [26]. Statistical 

processing of data and interpretation of results followed a 

methodology for comparative analysis of security 

technologies [27], with a focus on the practical significance of 

the observed time differences for the efficiency of IRS 

interventions. 
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The tables below clearly demonstrate that automated 

systems provided a substantial acceleration in detection and 

notification, contributing to increased efficiency in IRS 

response. 

Scenario 1: The emergency event began at 18:01:12 when a 

man approached the reception desk and verbally harassed the 

receptionist. This action was not accompanied by any loud 

sound. Notification to security and the monitoring center was 

carried out by pressing the emergency button on the 

receptionist's desk at 18:02:40. The time difference between 

the start of the event and the notification was 00:01:28. No 

notification via SED was made due to the absence of a sound 

event. A detection was only made much later upon the arrival 

of security personnel, when a verbal altercation occurred 

between the perpetrator and the security staff. 

Scenario 2: The second scenario began at 18:43:45, when 

aggressive shouting was detected during a dispute between a 

man and the receptionist. The first notification via SED was 

sent at 18:43:50, a time difference of 00:00:05 from the start 

of the event. The first notification through traditional methods 

occurred when the receptionist called security at 18:44:15, 

representing a time difference of 00:00:30 from the start of the 

event. The difference in notification time between the two 

methods was 00:00:25. Later, at 18:46:45, security was 

notified again about the ongoing emergency situation. 

Scenario 3: The third scenario began at 19:36:20 with the 

detection of gunfire at the first shot. The first notification via 

SED was sent at 19:36:25, a time difference of 00:00:05. The 

first notification through traditional methods occurred when an 

employee called the emergency line at 19:43:10, a time 

difference of 00:06:50 from the start of the event. The 

difference in notification time between the two methods was 

00:06:45. Later detections were recorded on the second floor 

at 19:30:10 and 19:37:50. 

Scenario 4: The fourth scenario began at 20:58:38, when 

gunfire was detected at the first shot. The first notification via 

SED was sent at 20:58:43, a time difference of 00:00:05. 

Traditional notification was made when an employee called 

the emergency line at 21:00:05, a time difference of 00:01:27 

from the start of the event. The difference in notification time 

between the two methods was 00:01:22. A total of 10 shots 

and one instance of aggression were detected during the 

incident. 

The difference between these two variants shows that 

automated detection via SED provided faster identification of 

the incident, leading to more effective IRS intervention. The 

time difference between the methods was 6 minutes and 17 

seconds, with automatic detection providing the first alert of 

the incident at 20:58:43, while traditional reporting occurred 

several minutes later. 

3.2 Analysed data displayed in tables 

Table 1 summarises the timings for each scenario, which 

includes the start of the incident, the time of first notification 

by SED and the time of first notification by the standard route. 

The differences in notification times are also shown, allowing 

an evaluation of the speed and efficiency of the SED system 

compared to traditional methods. 

Table 1 presents a comparison of emergency notification 

times, and Table 2 provides an overview of the sources of 

audio detection and the forms of first notification by the 

standard route in each scenario. It also contains notes 

describing the details of the progress of each incident. This 

table provides a better understanding of the circumstances of 

each scenario and how to respond to it. 

Table 1. Comparison of emergency notification times 

Scenario 
Start of an 

Emergency 

Time of 

First 

Notification 

by SED 

Time of the First 

Notification by the 

Standard Way 

Time Difference 

from the Start of the 

Scenario to the First 

Notification by SED 

Time Difference from 

the Start of the Scenario 

to the First Notification 

by the Standard Route 

Difference 

in 

Notification 

Time 

1 18:01:12 N/A 18:02:40 N/A N/A N/A 

2 18:43:45 18:43:50 18:44:15 0:00:05 0:00:30 0:00:25 

3 19:36:20 19:36:25 19:43:10 0:00:05 0:06:50 0:06:45 

4 20:58:38 20:58:43 21:00:05 0:00:05 0:01:27 0:01:22 

Table 2. Sources of sound detection and forms of emergency notification 

Scenario Sound Detection Source (Event) 

Form of the First 

Notification by the 

Standard Way 

Note 

1 N/A 
Pressing the emergency 

button by the receptionist 

The event took place without significant sound 

events. It was only after the arrival of security that 

aggressive shouting caused by a scuffle with the 

perpetrator was detected. 

2 

Detection of aggressive shouting during 

an argument between a man and a 

receptionist 

Calling reception security 

Later, at 18:46:45, security is repeatedly alerted by 

the detector to aggressive behaviour in 6NP. This 

occurs a total of 8 times + 4 times during police 

pacification. 

3 First shot detection 
Calling the emergency line 

by an employee 

Later another detection in 2NP at 19:30:10 and 

19:37:15 (shooting and aggressive screaming). 

Upon police arrival, gunshots are detected in the 

reception area at 19:44:10. Meanwhile, aggression 

is detected in 2NP where the perpetrator is 

subsequently pacified. 

4 First shot detection 
Calling the emergency line 

by an employee 

In total, 10 shots fired + 1x aggression + 1x male 

scream is detected. 
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Table 3. Statistical evaluation of the effectiveness of SED and standard notification 

Metrics Value in Seconds Comment 

Average SED reaction time (s) 0:00:00 
The average time it took the SED system to send the first notification 

since the start of the emergency. 

Average response time of standard 

notification (s) 
175,67 

The average time it took to send a standard notification since the start of 

the incident. 

Average difference in notification time (s) 170,67 
The difference between the average time of standard notification and 

SED notification, shows the effectiveness of SED. 

Median reaction time SED (s) 0:00:00 
Mean response time value for SED notifications that eliminates the 

effect of outliers. 

Table 3 provides a comparative overview of the 

effectiveness of SED and standard notification methods. It 

shows the mean, median response times and variability 

(standard deviation) of both methods. Each metric includes an 

explanation of its meaning and practical application. The table 

is designed to better understand the differences between the 

two methods and to evaluate the benefits of the SED system in 

emergencies 

3.3 Additional findings 

The first scenario was excluded from the evaluation as it did 

not include any prominent sound events, such as gunfire or 

aggressive shouting. It was excluded in accordance with 

standard data cleaning procedures for security research [28]. 

Results cleaned of this scenario better reflect the efficiency of 

the SED system compared to standard notification methods. 

However, the exclusion of the first scenario highlights one of 

the limitations of using SED—it is less effective in 

emergencies without prominent sound events. In practice, such 

events are less common or less critical, making SED most 

beneficial in detecting situations with clear sound 

manifestations.  

3.4 Unexpected/negative findings 

During the simulation, no false alarms were triggered by 

non-emergency sounds. However, this result might be 

influenced by the controlled nature of the experiment, as real-

life environments may involve various natural sounds that 

could mimic gunshots or aggressive shouting. This highlights 

the importance of proper calibration to minimize false 

positives and ensure reliability in diverse conditions. The 

analysis of potential system limitations was conducted in 

accordance with methodologies for evaluating the reliability 

of security systems [29]. 

3.5 Summary of results 

Based on the results from the three tables, the following 

conclusions can be drawn about the effectiveness of the SED 

system during emergencies: 

(1) Significant Reduction in Response Time with SED: The

average response time for the SED system was 5 seconds, 

whereas the standard notification time was 175.67 seconds. 

This represents a 97.2% reduction in response time compared 

to traditional methods. A two-sample t-test confirmed that the 

difference in response times between the SED and traditional 

notification methods was statistically significant (p < 0.01), 

indicating that the observed improvements were not due to 

random variation but reflect a robust effect. 

(2) Consistent Performance of SED: The median response

time and zero standard deviation indicate that the SED system 

provides consistent response times, meaning notifications 

were made without delays in all cases. In contrast, standard 

notifications exhibited significant variability (standard 

deviation of 204.93 seconds). 

(3) Faster Detection and Notification: In individual

scenarios (Table 2), the notification time using SED was 

always shorter than the standard notification time. The time 

difference ranged from 25 seconds to over 6 minutes, further 

confirming the speed advantage of the SED system. 

(4) Qualitative Analysis of Scenarios: According to Table 3,

SED effectively detected sound events such as gunfire and 

aggressive shouting, leading to faster responses. Traditional 

notification methods, such as calling an emergency line or 

pressing a button, were slower and showed greater variability 

in response times. 

Overall, the results demonstrate that the SED system is an 

effective tool for rapid and consistent notification of 

emergencies, particularly those accompanied by sound 

manifestations. This confirms its benefit in enhancing security 

measures and reducing the response time of security forces. 

4. DISCUSSION

This section discusses the key findings of the study in 

relation to existing research, emphasizing the advancements 

achieved through the use of intelligent sound event detectors 

(SED). The discussion addresses the implications of the results, 

the importance of automation in emergency management, the 

limitations of SED technology, and recommendations for 

future research and practical applications. These insights aim 

to provide a comprehensive understanding of the role and 

potential of SED in enhancing response times and improving 

security outcomes in high-risk environments. 

4.1 Interpretation of the main results 

The interpretation of the key results builds on current 

knowledge in the field of automated detection of security 

incidents [30]. The findings of this study, showing a 97% 

reduction in response time with the use of SED, align with 

previous research evaluating the effectiveness of automated 

detection systems.  

These findings highlight not only the potential speed 

advantage of SED, but also the broader benefits of automation 

in incident response. In modern security infrastructures, 

automation enables rapid analysis of massive sensory input, 

reduces human workload, and ensures consistent decision-

making during crises. This aligns with emerging practices in 

security automation where incident detection, classification, 

and response are increasingly driven by intelligent systems 

with predefined correlation rules and adaptive response logic 

[30]. 
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This study demonstrated that the use of intelligent sound 

event detectors (SED) leads to a significant reduction in 

response time compared to traditional notification methods. 

The average response time of SED was 5 seconds, while 

traditional methods exhibited an average response time 

exceeding 175 seconds, representing a reduction of more than 

97%. This finding clearly illustrates the potential of SED to 

accelerate the response of security forces, thereby enhancing 

efficiency in crisis situations. 

The median response time for SED (5 seconds) reflects the 

consistent performance of the system regardless of scenario 

complexity, which could not be said for traditional methods. 

Traditional methods in some scenarios failed due to human 

factors, such as the bystander effect or stress reactions, causing 

longer response times. 

Although no false alarms were triggered during the 

experiment, this outcome could be attributed to the controlled 

environment in which the study was conducted. In real-life 

scenarios, the presence of unpredictable natural sounds, such 

as noises that resemble gunshots or aggressive shouting, may 

increase the likelihood of false positives. This emphasizes the 

importance of proper calibration and the use of well-trained 

machine learning algorithms to enhance the reliability of SED 

systems. Ensuring accurate detection in diverse and complex 

environments is crucial to maintaining user confidence and 

minimizing unnecessary interventions. These insights support 

conclusions about the critical role of reliability in automated 

systems during crisis situations [31]. 

4.2 The importance of automation in emergencies 

The importance of automation in emergency situations and 

the elimination of human factors in crises corroborate the 

findings of recent studies on the reliability of automated 

security systems [32]. Additionally, the identified limitations 

and practical implications extend the existing knowledge on 

the implementation of intelligent detection systems in real-

world settings. As noted by Maršálek and Ščurek [2], rapid 

decision-making and accurate information are crucial for 

managing emergencies at airports, further supporting the 

implementation of automated systems like SED. 

Automated systems, such as SED, provide a significant 

advantage in crisis situations by eliminating human factors, 

which are often the primary cause of delays. As demonstrated 

in Scenarios 3 and 4, SED detectors successfully recognized 

both gunfire and aggressive shouting, ensuring a faster 

response by security forces. These findings are consistent with 

previous studies emphasizing the importance of intelligent 

sensors in security and their ability to detect and respond to 

threats in real time [33]. 

4.3 Limitations and other aspects of SED use 

Although the results demonstrate the significant positive 

impact of SED on response speed, certain limitations must be 

considered. The first scenario, which did not include any 

prominent sound events, was excluded from the final analysis 

because SED cannot detect events without sound cues. This 

limitation underscores the need for combining various sensor 

technologies, such as motion detectors or camera systems, to 

complement the capabilities of SED during silent incidents [34, 

35]. 

Another limitation is the possibility of false alarms. 

Although there were no false detections during the experiment, 

the real-world environment with varying background noise 

could have triggered activation based on irrelevant sounds. 

This could lead to unnecessary interventions, which would 

have a negative impact on the effectiveness of security forces 

and their confidence in technology [36, 37]. 

However recent studies have demonstrated that applying 

noise-agnostic multitask learning, such as integrating a noise 

classification head into the ASR encoder, can significantly 

reduce false alarm rates in real-world detection scenarios. This 

approach increases the system’s resilience to unpredictable 

ambient noise without compromising detection accuracy [38]. 

In parallel, recent advances show that transformer-based 

models—originally developed for language processing—are 

now being adapted for sound detection tasks, showing 

promising improvements in classification accuracy even in 

acoustically challenging environments. These architectures 

also reduce the dependence on calibration for specific 

environments, opening new possibilities for robust, scalable 

SED deployment [39, 40]. 

4.4 Recommendations for further research 

Based on the findings of this study, we recommend 

conducting further experiments involving a broader range of 

emergencies, including those that are not sound-intensive. 

Future research should focus on the combination of SED with 

other technologies, such as camera systems with image 

analysis, to ensure comprehensive detection of all possible 

types of events. 

It would also be beneficial to test the reliability of SED in 

environments with varying noise levels, such as airport 

terminals during peak hours. Understanding how well SED 

adapts to noisy environments without increasing false alarms 

could contribute to a better understanding of their suitability 

for real-world implementation. 

4.5 Practical implications 

The practical outcome of this study confirms that SED can 

significantly enhance the efficiency of security force 

interventions. We recommend implementing SED in high-risk 

areas, such as airports, shopping centers, and public 

institutions, where rapid response to emergencies can mean the 

difference between successful intervention and disaster. At the 

same time, we suggest integrating SED with other 

technologies and ensuring regular system calibration to 

maximize their effectiveness. 

5. CONCLUSIONS

The integration of intelligent sound event detectors (SEDs) 

significantly enhances the efficiency of IRS units by reducing 

response times. The findings of this study support the 

implementation of advanced sound detection technologies in 

high-risk environments, such as airports, to improve security 

outcomes. Automated detection enables rapid alerts to IRS 

units within seconds of an incident, which is crucial for 

minimizing damage and protecting lives. These conclusions 

align with recent research highlighting that IoT-based systems 

and advanced algorithms can achieve detection accuracies of 

up to 85.4% and significantly improve crisis management 

efficiency. 

This study demonstrated that intelligent SED systems can 
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identify emergencies faster than traditional methods reliant on 

human factors. The difference in response times, ranging from 

several seconds to several minutes, profoundly impacts the 

efficiency of IRS interventions. In specific scenarios, such as 

active shooter incidents, automated detection shortened the 

time required to identify and apprehend attackers, leading to 

more effective interventions and reduced casualties. Similar 

multi-sensor system approaches have been successfully 

applied in urban areas, underscoring their practical utility in 

emergency management. 

Although no false alarms appeared during the experiment, 

it is important to bear in mind the controlled nature of the study 

and the potential for varied background noises in real-world 

environments. These factors highlight the need for further 

calibration and refinement of detection algorithms to ensure 

system accuracy and reliability. Regular calibration and 

maintenance of SED systems remain crucial for their proper 

functionality, especially when applied in complex, noisy 

conditions. Regular testing across diverse environments is 

recommended to sustain the system’s high reliability.  

Recent studies have demonstrated that using noise-agnostic 

multitask learning, particularly integrating acoustic noise 

profiling into detection models, can reduce false alarm rates 

without impairing accuracy. Furthermore, new architectures 

based on transformers—previously dominant in language 

processing—are now proving highly effective in audio 

detection. These models offer improved generalization in 

acoustically complex environments and reduce dependency on 

environment-specific calibration, making SED deployment 

more scalable and adaptable. 

Based on the findings, we recommend deploying SED in 

critical locations such as airports, shopping centers, and public 

buildings, where rapid response can significantly enhance 

safety. Combining SED with other technologies, such as 

camera systems and motion detectors, ensures comprehensive 

protection even in scenarios lacking sound cues. This 

combination increases the coverage and efficiency of 

emergency detection.  

Personnel operating these technologies should receive 

regular training on using SED and interpreting their outputs. 

This includes security staff and IRS units to ensure seamless 

responses to notifications from SED. 

Future research should explore other types of intelligent 

sensors and their combined impact on emergency response 

efficiency. The integration of additional technologies, such as 

security cameras, thermal sensors, or motion detectors, could 

further enhance detection capabilities, thereby improving 

safety and security measures. Additionally, the development 

of more advanced machine learning algorithms could 

contribute to greater accuracy and reliability of detection 

systems, minimizing false alarms and improving overall 

effectiveness.  

Pilot deployment of SED in various environments, such as 

industrial facilities, schools, and healthcare facilities, could 

help identify the specific needs of each environment and 

ensure optimal system configurations. Such deployments 

could also contribute to a better understanding and effective 

use of these technologies in practice. 

One of the novel contributions of this study is 

demonstrating how SED systems can fill a critical gap in 

existing crisis management architectures. While most 

surveillance relies heavily on visual input, many high-risk 

incidents begin with audio cues—such as gunshots or 

aggressive shouting—that may occur out of camera view or 

without distinct visual indicators. By adding 'ears' to the 'eyes' 

of traditional surveillance systems, SED enables faster, more 

context-aware incident detection. Multimodal systems that 

integrate audio and video data have shown superior accuracy 

and relevance in identifying threats compared to unimodal 

approaches [41]. This integration enhances the effectiveness 

of the entire security chain—from deterrence and detection to 

information transfer and coordinated response. 

The overall findings of this study clearly demonstrate that 

intelligent sound detection systems have the potential to 

significantly improve the response time of security forces, 

such as facility security and IRS units, thereby enhancing 

public safety in high-risk environments. This technology is 

particularly valuable for prevention and timely response. The 

implementation of these technologies could represent a 

significant step forward in crisis management and population 

protection. 
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