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This research study proposes a novel anti-jamming technique based on a distributed 

symmetric Turbo coded orthogonal frequency division multiplexing (DSTC-OFDM) 

scheme for coded-cooperative wireless communication under wideband noise jamming 

environment. As a suitable benchmark for comparison, a conventional symmetric Turbo 

coded OFDM (STC-OFDM) scheme for non-cooperative wireless communication is also 

simulated and analyzed under the same jamming environment. The prime modulation 

technique employed is binary phase-shift keying while the decoding algorithm used is log 

maximum a-posteriori probability algorithm. The STC-OFDM (non-cooperative) scheme is 

compared to the DSTC-OFDM (coded-cooperative) scheme over the stated models of 

wireless communication channels under the same circumstances and noise jamming 

environment. According to Monte Carlo simulation results, the DSTC-OFDM scheme 

outperforms the STC-OFDM scheme by a gain that ranges between 1-7 dB for different 

values of jamming-to-signal ratio in the high SNR simulated region under the same 

conditions, i.e., the code rates Rc=1/3 and data frame lengths l=512 data bits for both the 

proposed schemes. However, in the low SNR simulated region, the STC-OFDM scheme 

shows similar performance as the DSTC-OFDM scheme, under identical conditions. The 

proposed DSTC-OFDM scheme is further explored in coded-cooperation with multiple 

relays and the best relay selection technique under the jamming environment over a 

multipath frequency-selective Rayleigh fading channel.  
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1. INTRODUCTION

In wireless communication, one of the most widely 

employed methods to limit the effectiveness of an adversary's 

communication is known as jamming in which the signal of an 

authorized user is deliberately interfered with or blocked by 

the opponent [1]. Due to the evolution of vehicular ad-hoc 

networks, secure wireless communication links have become 

an essential requirement [2]. The demand for jammer-aware or 

jammer-resilient systems, which are capable of sustaining 

communication links under noisy and jamming environments, 

is rising as the requirement for safety-critical vehicular and 

tactical communications increases [3, 4]. Previously, jamming 

attacks were limited only to battlefields and military 

operations; however, with the wide spread use of various 

wireless devices, such as mobile phones, tablets, PDAs, etc., 

and particularly with the advent of user-configurable 

intelligent devices, jamming attacks have now posed an urgent 

and serious threat to both civilian and commercial 

communications [5]. Apart from voice networks, the concept 

of jamming radio frequency (RF) signals can also be utilized 

in wireless data networks to corrupt information as well as 

disrupt its flow. As a result, the desired wireless signal cannot 

be received or decoded properly at the receiving end of the 

wireless communication network [6]. Thus, RF jamming has 

significantly drawn the attention of researchers as a major 

issue and several studies have already addressed different 

aspects of RF jamming techniques as well as the counter 

strategies for the last couple of decades [1].  

RF jammers work by transmitting radio signals through 

which communication is disrupted by decreasing the signal-

to-noise ratio (SNR). It impairs communication to a significant 

level and exposes wireless communication systems to security 

vulnerabilities. The jammer sends its power into the same 

frequency band as that of the signal itself, thus causing the 

signal to become disrupted and distorted. The jamming signal 

enters the receiver through the antenna, thereby increasing the 

noise level at the input of the receiver. Moreover, for the 

accurate estimation of the transmitted signal, the receiver must 

characterize the jamming signal and differentiate between 

jammed and un-jammed symbols [7]. This strategy can be 

further extended into wireless data networks to interrupt the 

information flow and, therefore, the research community has 

recently become more interested in resolving this major issue, 

due to the frequent occurrence of jamming in wireless 

communication [2, 4]. Moreover, a wideband jammer can 
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degrade the effective bandwidth of a jammed communication 

link, by directly injecting wideband noise interference into the 

entire communication system, thereby reducing the achievable 

SNR of the signal [3]. In this case, the jammer emits the 

wideband Gaussian noise which is uniformly spread over the 

entire frequency-range of the signal, thereby lowering the 

resultant SNR of the receiver [6]. As a result, it degrades the 

bit error performance and reduces the effective bandwidth of 

the jammed communication link.  

Various types of jamming attacks on wireless 

communication networks and anti-jamming (AJ) strategies to 

counter those attacks have been covered in references [1, 3]. 

There are several classes of jamming attacks which can be 

employed to jam wireless communication systems; however, 

the most suitable option varies depending on the type of 

communication system being targeted and the jamming 

strategy employed. The major noise jamming techniques 

frequently used to disrupt or interfere with communication 

systems, include spot noise jamming, sweep noise jamming, 

pulsed noise or pulse jamming, multiple-tone jamming, 

frequency-follower (FF) or repeat-back jamming, partial-band 

noise jamming and wideband noise or barrage jamming [8]. 

Spot noise jamming transmits noise specifically in the 

frequency band or spot where the target communication signal 

is located. It is more focused, aiming to interfere with a 

specific frequency or a narrow band of frequencies where the 

target communication signal resides. Sweep noise jamming 

sweeps a wide range of frequencies systematically and this 

sweeping motion jams multiple frequencies in quick 

succession. The goal is to cover a broad-spectrum of 

frequencies to disrupt communication links that may be 

operating in that range. When a jammer uses multiple-tone 

jamming, it distributes the total received jamming power J into 

discrete, equal-power, random-phase continuous wave (CW) 

tones. These tones are spread over the entire bandwidth WB of 

the system under consideration, according to a certain strategy. 

Using pulsed noise or pulse jamming, the bit error rate (BER) 

can be significantly increased as compared to that of 

continuous jamming at the same power. It is typically useful 

to focus the jammer energy in short pulses while attempting to 

disrupt or interfere with a communication system. Repeat-

back jamming involves smart or FF jammers that quickly 

focus their jamming signal power over the spectral region 

surrounding the transmitted signal which increases the 

jamming power in the instantaneous bandwidth of a 

communicator. These jammers generally monitor the signal of 

a communicator through a side-lobe beam from the 

transmitting antenna. Partial-band noise jamming is the 

jamming signal that transmits noise energy across the partial 

width of the frequency-spectrum employed by the target 

communication system. It involves transmitting random noise 

within specific frequency bands to interfere with the reception 

of signals in those bands. Wideband noise or Barrage jamming 

is the jamming signal that transmits noise energy across the 

whole width of the frequency-spectrum employed by the target 

communication systems. It attempts to blind or jam the 

communication systems by filling the channel with noise, 

rendering the transmitter signal invisible to the receiver, and 

often those in the nearby area as well. This kind of jamming is 

useful against all sorts of AJ communications but in this 

technique, the primary disadvantage is that the jammer spreads 

its power across multiple frequencies, making it comparatively 

less powerful at any particular frequency. 

In designing a jam-resistant communication system, the 

main objective of a communicator is to raise the difficulty 

level and cost as high as possible, for the jammer to 

successfully jam the entire bandwidth of the communication 

system. The communication system should be insensitive and 

resilient to the jamming attacks and the jammer is incapable of 

achieving any considerable gain by selecting a jamming tactic 

other than wideband noise with Gaussian distribution [8]. The 

specific type of jamming attack considered in this research 

study is wideband noise or barrage jamming in which the 

adversary constantly emits noise energy across the whole 

frequency-spectrum of communication channels. These 

barrage jamming attacks fall under the category of non-

protocol aware jamming since the adversary can carry out the 

attacks without any prior knowledge of the communication 

protocol [9].  

Although in the past decades, wireless communication 

technologies have made significant advances, most wireless 

networks are still vulnerable to noise jamming attacks. Due to 

the exposed nature of wireless channels, the progress in 

designing jamming-resilient wireless communication systems 

still remains inadequate. However, in the existing literature [2], 

several AJ strategies have already been proposed and 

developed to exclude or counter the effects of jamming attacks, 

which can be categorized into the following classes: channel 

coding protection, spectrum spreading, channel hopping, 

multiple-input multiple-output (MIMO) based jamming 

mitigation, jamming detection mechanisms, rate adaptation 

and power control techniques. Provided the harmfulness of 

jamming threats and the complexity of wireless 

communication networks, no single common or non-specific 

solution can counter all sorts of jamming attacks. While AJ 

techniques which are employed to mitigate the effects of 

intentional jamming or deliberate interference with 

communication and navigation systems can be effective in 

many cases, they inherently do possess some limitations. 

Despite these drawbacks, ongoing research and technological 

advancements aim to address the current challenges and 

enhance the resilience of AJ techniques in the face of evolving 

jamming threats. In particular, the core limitation of the 

current AJ techniques is that none of them can alone fully 

combat the potential effect of wideband noise or barrage 

jamming attacks. The AJ system based on channel coding 

techniques, can trade off the channel bandwidth for improving 

the channel reliability. The spread spectrum based AJ systems 

are robust against narrowband jamming attacks only and 

cannot mitigate the wideband noise or barrage jamming effects. 

The power budget’s limit available at the transmitter side is a 

major factor influencing the power control mechanisms of AJ 

systems. Thus, it is evident that the rate adaptation and power 

control techniques are ineffective against constant, high-

power jamming attacks [1]. Implementing some AJ systems 

such as MIMO-based networks can be expensive and complex, 

due to the increased hardware complexity which may make 

them challenging to deploy and maintain under jamming 

attacks.  

Perhaps the most popular and widely used of these AJ 

techniques is to employ Forward Error Correction (FEC) 

Channel coding techniques. Various FEC channel codes have 

already been proposed, such as Reed-Solomon (RS) codes [10, 

11], Extended Bose-Chaudhuri-Hocquenghem (eBCH) codes 

[12], Low-Density Parity-Check (LDPC) codes [13-15], and 

Turbo codes [16-18], as a way to reduce the potential effect of 

jamming environment. Recent research advances in wireless 

communication have revealed that a Turbo coded system (TCS) 
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is one of the most suitable and effective AJ channel encoded 

techniques which significantly reduces the BER [16, 18]. 

However, the performance of TCS depends on different 

parameters, namely code rate, frame size, component 

recursive systematic convolutional (RSC) codes, interleaver 

design, decoding iterations, and distance spectrum. In a typical 

TCS, choosing the most appropriate component RSC codes 

depends on the generator matrix which determines the overall 

weight of the codewords and significantly improves the 

effective free distance dfree of the code [19, 20]. 

In order to minimize the BER in wireless communication 

systems, some sort of diversity technique must be employed 

which boosts the reliability of the communication system by 

offering additional resolvable signal paths which undergo 

fading independently. Therefore, the concept of time diversity 

is usually exploited in channel coding techniques. Furthermore, 

the channel codes are frequently employed in the distributed 

scenario to effectively utilize the infinite spatial domain while 

obtaining the benefit of spatial diversity efficiently. This setup 

is generally referred to as coded-cooperative communication 

in the literature [21]. The basic configuration of the proposed 

model for coded-cooperative communication is established on 

the innovative concept of relay-assisted cooperative 

communication (RACC) network, resulting from the 

pioneering work of Van der Meulen [22]. The basic model of 

the RACC network employs different cooperative protocols, 

namely Decode-and-Forward (DF) [23, 24], Amplify-and-

Forward (AF) [25], and Compress-and-Forward (CF) [26]. A 

typical coded-cooperative communication model is the 

combination of one of these cooperative protocols with an 

existing channel coding technique in which the channel codes 

are distributed over the source and the relay nodes [27]. The 

destination node receives the overall codeword over separate 

fading paths and employs a joint iterative soft-input/soft-

output (JISISO) decoding technique to recover the information 

bits [28], which is also referred to as Turbo decoding. The 

details of coded-cooperative communication using distributed 

Turbo codes (DTC) have also been discussed in the same 

literature [28]. 

In wireless communication, the impact of multipath fading 

is another adverse effect that is generally mitigated by using 

the orthogonal frequency division multiplexing (OFDM) 

technique. In a typical OFDM system, a broadband 

communication channel is split-up into various narrower sub-

band channels, referred to as subcarriers. Prior to transmission, 

the bit stream of information is mapped onto the subcarriers 

[29, 30]. Consequently, the bandwidth of each subcarrier 

becomes narrower in comparison with the coherence 

bandwidth of the channel. As a result, higher data rates are 

provided by the OFDM system which increases the spectral 

efficiency. Therefore, in frequency-selective (FS) fading 

environments, OFDM is the most reliable and robust 

multicarrier technique. It has always been considered one of 

the most effective anti-multipath techniques, primarily due to 

its capability to significantly reduce the impact of inter-symbol 

interference (ISI). The FS characteristic of a broadband 

wireless communication channel causes the ISI to occur. 

OFDM systems essentially possess a basic construction which 

can easily be deployed, offering strong robustness and 

invulnerability against the multipath propagation channel [29]. 

Nevertheless, these systems are highly affected by both time 

and frequency offset as well as they are extremely vulnerable 

to inter-carrier interference (ICI), due to the rapid fluctuations. 

This issue can be adequately addressed by integrating channel 

codes with the OFDM system, thus improving the overall 

performance [30, 31].  

The BER performance of OFDM systems considerably 

improves if it is combined with the FEC channel coding 

techniques [32]. In a typical FEC coded OFDM system for 

cooperative communication, each user sends all the orthogonal 

subcarriers during time slot 1, i.e., the first part of the channel 

codeword, over an ideal channel. After the successful 

decoding of the information, the relay again encodes all the 

orthogonal subcarriers and transmits them during time slot 2, 

i.e., the second part of the channel codeword, over a 

frequency-selective Rayleigh fading (FSRF) channel [30]. In 

wireless communications, FSRF channels are used to model 

real-world channel conditions where different frequencies 

experience diverse levels of fading. Practical communication 

channels exhibit FS fading due to multipath propagation, 

causing different frequencies to fade differently based on their 

respective wavelengths. Thus, employing FSRF channels 

allows for a more realistic assessment of communication 

system performance under diverse fading conditions, enabling 

the development of robust and efficient wireless 

communication systems and standards. Moreover, often seen 

in wireless communication channels, FSRF becomes highly 

relevant in jamming scenarios due to its impact on signal 

transmission and reception. It is vital to design communication 

systems which can adapt to and mitigate interference caused 

by jamming signals exploiting FS fading characteristics. For 

improving the BER performance of an OFDM system, 

distributed channel codes can be used in the coded-cooperative 

scenario, providing temporal diversity [29]. Different types of 

distributed channel codes, namely convolution codes [31, 33], 

LDPC codes [14, 34], Turbo codes [32, 35], Reed-Muller 

codes [36, 37] and Polar codes [30, 38] are already combined 

with OFDM system in coded-cooperative communication to 

efficiently provide the temporal diversity.  

BPSK modulation provides strong resilience and 

invulnerability against different types of noises and jamming 

strategies, therefore, it is selected as the prime modulation 

technique for this research work [39, 40]. Although employing 

higher-order modulation techniques, such as Mary phase-shift 

keying (M-PSK) or M-ary Quadrature amplitude modulation 

(M-QAM) can increase the data rate and bandwidth efficiency; 

however they eventually degrade the BER performance of the 

system. In addition to BPSK modulation, both the non-

cooperative and coded-cooperative schemes are also analyzed 

for advanced modulation techniques, i.e., higher-order (4-

QAM and 16-QAM). The latest applications of 5G and 6G 

systems need high-speed, bandwidth-efficient, and sustainable 

communication over wireless medium for fixed as well as 

mobile wireless topology [41]. Recently, the hybrid 

combination of the OFDM system with the FEC channel codes 

has shown to be a remarkably effective method for fulfilling 

the requirements of 5G and 6G users. It also improves the 

communication reliability and the resilience of 5G/6G systems 

to smart jamming attacks [42, 43].  

The BER performance of Turbo coded OFDM over additive 

white Gaussian noise (AWGN) and Rayleigh fading channels 

under various types of noises has been analyzed by the author 

Chronopoulos et al. [44]. However, in the existing literature, 

the BER performance of Turbo coded OFDM system under 

wideband noise jamming environment over the stated channel 

models has not been investigated yet to the best of our 

knowledge. Particularly, the bit error performance of 

distributed symmetric Turbo coded OFDM (DSTC-OFDM) 
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scheme over multipath FSRF channel has not been explored 

under the noise jamming environment. Therefore, in this 

research study, a novel and innovative AJ technique based on 

a conventional symmetric Turbo coded OFDM (STC-OFDM) 

scheme has been proposed to counter the potential effect of 

wideband noise jamming. Furthermore, in our proposed 

design, STC-OFDM has been considered in both non-

cooperative and coded-cooperative wireless communication 

scenarios. All the prior research works have been conducted 

on simple TCS under the jamming environment [16-18]. The 

main objective of this research study is, therefore, the 

evaluation and analysis of the BER performance of the STC-

OFDM scheme under the jamming environment, for both non-

cooperative and coded-cooperative communication, over 

AWGN and FSRF channels. In addition, the proposed DSTC-

OFDM scheme incorporates both cooperative diversity gain 

and coding gain. 

This research study claims five major novel contributions 

which can be listed as under: 

-The symmetric TCS combined with OFDM is utilized as 

an effective way to decrease the potential effect of wideband 

noise jamming and to prove that the STC-OFDM system can 

work as a competitive AJ technique.  

-The Distributed STC-OFDM scheme is employed in 

coded-cooperative wireless communication for the first time 

under the noise jamming environment to the best of our 

knowledge. 

-The BER performance of the DSTC-OFDM (coded-

cooperative) scheme is compared with that of the STC-OFDM 

(non-cooperative) scheme as a suitable benchmark for 

comparison, over the stated channel models, under the same 

conditions and the noise jamming environment. 

-The BER performance of DSTC-OFDM is analyzed in 

both single-relay as well as multi-relay coded-cooperative 

wireless communication over a multipath FSRF channel. 

-The best relay selection (BRS) technique is also proposed 

that is based on the highest SNR, where only the best relay 

participates in the relaying process for the proposed DSTC-

OFDM scheme. 

The remaining manuscript can be summarized as follows: 

In section 2, the basic structure of a general coded-cooperative 

communication model is presented with multiple relays and a 

single antenna (SA) at both the source node as well as the 

destination node. Section 3 presents the system description of 

the proposed STC-OFDM scheme for the non-cooperative 

communication system. Section 4 mainly deals with the 

system description of the proposed multi-relay DSTC-OFDM 

scheme for the coded-cooperative communication system. 

Section 5 briefly discusses the JISISO (Turbo) decoding 

technique for the proposed DSTC-OFDM scheme. Section 6 

describes the BRS technique for the proposed DSTC-OFDM 

scheme. In section 7, the simulation set-up and BER results for 

both the STC-OFDM (non-cooperative) and DSTC-OFDM 

(coded-cooperative) schemes in various jamming scenarios 

are presented and discussed. Lastly, section 8 concludes this 

paper with the conclusion drawn based on the observations and 

simulation results so obtained during this research work. 

 

 

2. GENERAL MULTI-RELAY MODEL FOR CODED-

COOPERATIVE WIRELESS COMMUNICATION 

SYSTEM 

 

Cooperative communication is one of the most suitable and 

useful techniques for achieving spatial diversity in the next-

generation wireless communication networks by enabling a 

SA user to function as a virtual MIMO system [32, 45]. A basic 

simplex model for the coded-cooperative wireless 

communication system consisting of multiple relays and a SA 

at the source node as well as at the destination node is depicted 

in Figure 1.  

The source node S is viewed as transmitting station Tx with 

a single transmit-antenna, and the relay nodes Rω comprise a 

single receive-antenna and a single transmit-antenna, where ω 

ranges from 1-to-LR where LR denotes the total number of 

relays employed in the cooperative communication system. 

While the destination node D is considered as receiving station 

Rx with a single receive-antenna. Two subsequent time slots 

are required to complete one transmission cycle from the 

source node S to the destination node D. During the first time 

slot, the information sequence is broadcasted by the source 

node simultaneously to the relay nodes as well as to the 

destination node. Then, during the second time slot, the 

respective information sequence is transmitted to the 

destination node by each relay node. Since the relay nodes are 

located distant from one another, therefore their respective 

information sequences are transmitted over the channels which 

are non-overlapping. The binary input sequence of 

information bits b0 to the source node is encoded by the 

encoder C1 into a codeword which is then modulated to 

generate the modulated output sequence of symbols, 𝐱𝑆 =

[𝐱𝑆
1, 𝐱𝑆

2, 𝐱𝑆
3, … , 𝐱𝑆

𝑁1
𝑆

] , where x𝑆
𝑗

 (j=1,2,3,…, 𝑁1
𝑆 ) denotes the 

modulated symbols and 𝑁1
𝑆 being the sequence’s length in bits. 

The source node broadcasts the modulated sequence of 

symbols 𝐱𝑆  simultaneously to the relay as well as the 

destination nodes, during the first time slot. The coded 

symbols vector yS-D received at the destination node in time 

slot 1 can be modelled as under: 

 

 
 

Figure 1. General coded-cooperative communication model with multiple relays 
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𝒚𝑆−𝐷 = 𝒉𝑆−𝐷 𝐱𝑆 + 𝒘𝑆−𝐷 (1) 

 

Under the jamming signal 𝐳𝐽1  during time slot 1, 

 

𝐲𝑆−𝐷 = 𝒉𝑆−𝐷 𝐱𝑆 + 𝒘𝑆−𝐷 + 𝐠𝐽−𝐷𝐳𝐽1 (2) 

 

where, the vector 𝒉𝑆−𝐷 =
[ℎ𝑆−𝐷(1), ℎ𝑆−𝐷(2), ℎ𝑆−𝐷(3), … , ℎ𝑆−𝐷(𝑁1

𝑆)]  represents the 

FSRF channel, hS-D(j)~R(0, 1 ), (j=1,2,3,..., 𝑁1
𝑆 ) with 

uncorrelated zero-mean complex random variable having unit 

variance (𝜎2=1). Since slow-fading is considered in the FSRF 

channel, therefore, 𝒉𝑆−𝐷  converts into 𝒉𝑆−𝐷 = [ℎ𝑆−𝐷(1) =
ℎ𝑆−𝐷(2) = ℎ𝑆−𝐷(3) =,… ,= ℎ𝑆−𝐷 (𝑁1

𝑆)]. The vector 𝒘𝑆−𝐷 =
[𝑤𝑆−𝐷(1), 𝑤𝑆−𝐷(2), 𝑤𝑆−𝐷(3), … , 𝑤𝑆−𝐷(𝑁1

𝑆)]  represents an 

AWGN vector, wS-D(j)~N(0,σ2), (j=1,2,3,…..,𝑁1
𝑆) with zero-

mean and equal variance σ2=N0/2 per dimension, where N0 

being the noise power spectral density (PSD). The sequences 

of coded symbols vector, received at the destination node, are 

then combined together using the transmit diversity technique 

to obtain the yS-D sequence. The term 𝐳𝐽1 is defined as the 

jamming signal during the first time slot [3], where 

𝐳𝐽1 = [z1, z2, z3, … , z𝑁1
𝑆]𝑇  and 𝐠𝐽−𝐷 =

[g𝐽−𝐷(1), g𝐽−𝐷(2), g𝐽−𝐷(3), … , g𝐽−𝐷(𝑁1
𝑆)]  represents the 

FSRF channel from the jammer J to the destination node D in 

the first time slot, gJ-D(j)~R(0,𝜎𝐽
2), (j=1,2,3,…..,𝑁1

𝑆) with zero-

mean and 𝜎𝐽
2 =J0/2 variance complex Gaussian random 

variable, where J0 is the jamming PSD. 

The jamming signal can mathematically be represented as a 

wideband or broad-spectrum Gaussian noise for a fixed 

jammer received power J, with uncorrelated zero-mean and a 

flat PSD over the bandwidth under consideration. When the 

jammer’s tactic is to jam the complete frequency-range WB, 

this jammer is termed as a wideband noise or barrage jammer 

and J0= (J/WB) is the jamming PSD [8]. However, in addition 

to white noise, the source of jamming, in this case, is 

considered as wideband Gaussian noise power from the 

jammer. Therefore, the SNR of interest can be written as 

𝛾=[Eb/(N0+J0)], where Eb represents the bit energy, J denotes 

the average jamming power received by the receiver and WB 

represents the entire frequency range of interest. Since the 

jamming PSD is usually far larger than the noise PSD, i.e., 

J0>>N0, the typical SNR in a jamming environment is 

generally considered to be 𝛾 = 𝐸𝑏 𝐽0⁄ . Thus, 𝛾𝑟𝑒𝑞𝑑. is defined 

as the bit energy per jamming PSD, needed to maintain the 

communication link for a definite BER [8], which can 

mathematically be expressed as under: 

 

𝛾𝑟𝑒𝑞𝑑. = (
𝐸𝑏

𝐽0
)

𝑟𝑒𝑞𝑑.

=
(𝑊𝐵 �̅�⁄ )

(J S⁄ )𝑟𝑒𝑞𝑑.

=
𝐺𝑃

(J S⁄ )𝑟𝑒𝑞𝑑.

 (3) 

 

where, 𝐸𝑏 = S𝑇𝑏 = S �̅�⁄ , S represents the received signal 

power, Tb is the bit duration, �̅� is the data rate (bits per second) 

and 𝐺𝑃 = (𝑊𝐵 �̅�)⁄  represents the processing gain [8]. 

Therefore,  

 

(
J

S
)

𝑟𝑒𝑞𝑑.
=

𝐺𝑃

(𝐸𝑏 𝐽0⁄ )𝑟𝑒𝑞𝑑.

 (4) 

 

The parameter (J S⁄ )𝑟𝑒𝑞𝑑. is the required ratio of jamming 

power to signal power, which defines a figure-of-merit to 

measure the robustness and invulnerability of a system to 

interference. For further details on the subject of jamming and 

the parameters of the threat model assumed, interested readers 

may refer to the reference [8]. The coded symbol vector  𝐲𝑆−𝑅𝜔
 

received by the ω-th relay node in time slot 1 can be modelled 

as under: 
 

𝐲𝑆−𝑅𝜔
= 𝒉𝑆−𝑅𝜔

𝐱𝑆 + 𝒘𝑆−𝑅𝜔
 (5) 

 

Under the jamming signal 𝐳𝐽1  during time slot 1, 
 

𝐲𝑆−𝑅𝜔
= 𝒉𝑆−𝑅𝜔

𝐱𝑆 + 𝒘𝑆−𝑅𝜔
+ 𝐠𝐽−𝑅𝜔

𝐳𝐽1 (6) 
 

where, the vector 𝒉𝑆−𝑅𝜔
=

[ℎ𝑆−𝑅𝜔
(1), ℎ𝑆−𝑅𝜔

(2), … , ℎ𝑆−𝑅𝜔 (𝑁1
𝑆)]  represents the FSRF 

channel and 𝒘𝑆−𝑅𝜔  is an AWGN vector which can be 

specified likewise as hS-D and wS-D respectively. 𝐠𝐽−𝑅𝜔
=

[g𝐽−𝑅𝜔
(1), g𝐽−𝑅𝜔

(2), … , g𝐽−𝑅𝜔
(𝑁1

𝑆)]  is the FSRF channel 

from the jammer J to the ω-th relay node Rω, defined similarly 

as 𝐠𝐽−𝐷 . The detection process is accomplished at the relay 

node by decoding the received coded symbol vector 𝐲𝑆−𝑅𝜔  

into information bits. The channel (S-Rω) from the source to 

the ω-th relay node is generally assumed to be ideal (i.e., SNR 

𝛾𝑆−𝑅𝜔
= ∞) to achieve perfect decoding at the relay node 

which is completely error-free. However, for a non-ideal S-Rω 

channel (i.e., SNR 𝛾𝑆−𝑅𝜔
≠ ∞), various cooperative protocols 

are described in the study of reference [27]. At the relay node, 

error-free decoding is ensured by using a cyclic redundancy 

check (CRC) which is given in the study of reference [27] for 

the cooperative protocol. However, in this research study, the 

S-Rω channel is considered ideal or perfect without jamming 

for the proposed model of coded-cooperative wireless 

communication. Several cooperative incremental redundancy 

hybrid automatic repeat request (ARQ) strategies for the slow-

fading half-duplex time-slotted multiple relay channel have 

been discussed in the study of reference [46]. 

The decoded bits are again encoded by the encoder C2 at the 

relay node and then after modulation, during time slot 2, these 

encoded bits are sent to the destination node. The modulated 

sequence of symbols is represented by 𝐱𝑅 =

[𝐱𝑅
1 , 𝐱𝑅

2 , 𝐱𝑅
3 , … , 𝐱𝑅

𝑁2
𝑅

] , where x𝑅
𝑗
 (j=1,2,3,…,𝑁2

𝑅 ) denotes the 

modulated symbols and 𝑁2
𝑅  being the sequence’s length in bits. 

The coded symbol vector 𝐲𝑅𝜔−𝐷  received at the destination 

node in time slot 2 can be modelled as under: 
 

𝐲𝑅𝜔−𝐷 = 𝒉𝑅𝜔−𝐷𝐱𝑅 + 𝒘𝑅𝜔−𝐷 (7) 
 

Under the jamming signal 𝐳𝐽2  during time slot 2, 

 

𝐲𝑅𝜔−𝐷 = 𝒉𝑅𝜔−𝐷𝐱𝑅 + 𝒘𝑅𝜔−𝐷 + 𝐠𝐽−𝐷 𝐳𝐽2 (8) 

 

where, the vector 𝒉𝑅𝜔−𝐷 =

[ℎ𝑅𝜔−𝐷(1), ℎ𝑅𝜔−𝐷(2), ℎ𝑅𝜔−𝐷(3), … , ℎ𝑅𝜔−𝐷(𝑁2
𝑅)]  represents 

the FSRF channel and 𝒘𝑅𝜔−𝐷 is an AWGN vector which can 

be specified likewise as hS-D and wS-D respectively. The term 

𝐳𝐽2  is referred to as the jamming signal during the second time 

slot, defined similarly as 𝐳𝐽1 in Eq. (2), where 𝐳𝐽2 =
 [z1, z2, z3, … , z𝑁2

𝑅]𝑇 and 𝐠𝐽−𝐷 =

[g𝐽−𝐷(1), g𝐽−𝐷(2), g𝐽−𝐷(3), … , g𝐽−𝐷(𝑁2
𝑅)]  represents the 

FSRF channel from the jammer J to the destination node D 

during time slot 2, gJ-D(j)~R(0,𝜎𝐽
2 ), (j=1,2,3,…..,  𝑁2

𝑅 ) with 

zero-mean and 𝜎𝐽
2=J0/2 variance complex Gaussian random 

variable, where J0  represents the jamming PSD. The sequence 

of signals, transmitted by the relay nodes is received by the 
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antenna at the destination node. The destination node then 

combines the received sequences by using the transmit 

diversity technique to get the  𝐲𝑅𝜔−𝐷  sequence. Both the 

channels, i.e., S-D and Rω-D, are considered as FSRF channels 

which remain constant for one complete codeword and each 

node is supposed to have equal transmission power. The 

overall gain achieved in coded-cooperative communication is 

due to the path diversity and the coded-cooperation of the relay 

node, which are both provided by adding one or more relay 

nodes [28]. Moreover, at the corresponding receivers, the 

perfect channel state information (CSI) is considered using 

BPSK/M-QAM modulation. 

 

 

3. CONVENTIONAL STC-OFDM SCHEME FOR NON-

COOPERATIVE WIRELESS COMMUNICATION 

SYSTEM UNDER JAMMING ENVIRONMENT 
 

In this section, a brief overview of the proposed STC-

OFDM scheme for a non-cooperative wireless communication 

system is presented and discussed, along with the details of the 

encoding and decoding processes (see Figure 2). A typical 

symmetric TCS consists of two identical RSC encoders 

concatenated in parallel, with a random interleaver (RI), 

denoted by π as depicted in Figure 3, and a Turbo decoder, 

comprising of two constituent iterative soft-input/soft-output 

(SISO) decoders. The TCS with parallel concatenation is 

represented by C=(C1,C2), where C1 and C2 denote the same 

RSC encoders. In this manuscript, symmetric TCS having 

identical RSC encoders with constraint length KL=3 and 

overall code rate Rc=1/3 is selected and investigated. Each 

encoder has the same generator matrix G(D)=[1,g2(D)/g1(D)], 

where g1(D)=(1+D+D2) represents the feed-back polynomial 

and g2(D)=(1+D2) represents the feed-forward polynomial 

with constraint length KL=3. The generator matrix G(D) of 

each encoder can also be represented in its equivalent octal 

form G(D)=(1,5/7)8. The TCS with overall generator matrix 

G(1,5/7,5/7)8 and code rate Rc=1/3 is considered and 

employed in the proposed AJ communication model because 

of its superior BER performance and robustness. 

 

 
 

Figure 2. Block diagram of the proposed STC-OFDM scheme 

 

 
 

Figure 3. A 1/3 code rate symmetric Turbo code encoder having generator matrix G(D)=(1,5/7,5/7)8 and constraint length KL=3 
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3.1 STC-OFDM encoder 

 

The schematic diagram of the proposed STC-OFDM 

scheme is depicted in Figure 2. Let the sequence of message 

bits be represented by b0 of frame length l, which is fed into 

the first RSC encoder C1. This encoder produces a pair (b0,p0) 

as an output, where p0 represents the parity bits sequence, 

corresponding to the RSC encoder C1. The message bits 

sequence b0 is then given as input to a RI which produces the 

interleaved sequence of information bits b1=π(b0). This 

interleaved sequence of information bits b1 is passed through 

the second RSC encoder C2 which produces another sequence 

of parity bits p1, corresponding to the RSC encoder C2. Thus, 

the final codeword produced after the operation of Turbo 

encoding is C=[b0,p0,p1] of length N. Then, a BPSK/M-QAM 

modulator (mapper) digitally modulates the Turbo encoded bit 

sequence C and generates the sequence of coded symbols 

s=[s1,s2,s3,…,sk,…,sN] of the same length N, where k represents 

time instant of s and sk represents binary BPSK or M-QAM 

digitally modulated symbols. This sequence of modulated 

symbols s is given as input to a serial-to-parallel (S/P) 

converter. These symbol vectors are represented as a vector of 

length K for i=1,2,3,…,K, such that 𝒔𝑓[𝑖] =

{𝑠1
𝑓[𝑖], 𝑠2

𝑓[𝑖], 𝑠3
𝑓[𝑖], … , 𝑠K

𝑓[𝑖]}𝑇 , which are then multiplied by 

the K-point discrete Fourier transform (K-DFT) matrix 𝐅K
�̅� 

given below [30], where 𝐻 represents the Hermitian operator: 

 

FK =

[
 
 
 
 1
1

     1

   exp (−j
2π

K
)          

⋯
⋯

   1

exp (−j
2π(K−1)

K
)

⋮               ⋮                 ⋱   ⋮

1 exp (−j
2π(K−1)

K
)    ⋯ exp (−j

2π(K−1)(K−1)

K
)]
 
 
 
 

 (9) 

 

The K-point inverse fast Fourier transform (IFFT) operation 

is effectively performed by the above multiplication, which 

results in the parallel sequence of bits st[i] for i=1,2,3,…, K, as 

an output. Using a parallel-to-serial (P/S) converter, the serial 

sequence of bits is obtained which is then added to the cyclic 

prefix (CP) before transmission, resulting in the serial 

sequence signal vector 𝐱 =
[sK−𝐿𝐶𝑃

t , sK−𝐿𝐶𝑃+1
t , sK−𝐿𝐶𝑃+2

t , … , sK−1
t ]𝑇 , where ‘LCP’ 

represents the size of the CP in bits. The impulse response h(n) 

of the signal x, which propagates over a multipath FSRF 

channel [47, 48], is modelled as under: 

 

𝒉(𝑛) = ∑ ℎ𝑝
𝑛

𝑃

𝑝=0

 𝛿̅(𝑛 − 𝜂𝑝) (10) 

 

where, 𝛿̅(∙) denotes the Dirac delta function and 𝜂p represents 

the delay associated with the p-th resolvable path, where 

p=0,1,2,...,P−1, and ℎ𝑝
𝑛  represents the complex gain of the 

channel corresponding to the p-th resolvable path. The terms 

ℎ𝑝
𝑛 with various values of p can be defined as the uncorrelated 

zero-mean, complex Gaussian random variables having 

variance σ2(p) and the total power of P paths can be 

normalized so that ∑ 𝜎2𝑃−1
𝑝=0 (𝑝) = 1 [48]. The phases of all the 

P paths are independent and the phase of each path is 

uniformly distributed between 0 and 2π radians [49]. For an 

AWGN channel, h(n) is generally considered to be unity, i.e., 

h(n)=1. The detailed operation of the proposed STC-OFDM 

decoder is discussed in the subsequent subsection. 

3.2 STC-OFDM decoder 

 

The received signal vector y(n) at the receiver can be 

modelled as under: 

 

𝐲(𝑛) = 𝒉(𝑛) ∗ 𝐱(𝑛) + 𝒘(𝑛) (11) 

 

Under the jamming signal 𝐳𝐽(𝑛), 

 

𝐲(𝑛) = 𝒉(𝑛) ∗ 𝐱(𝑛) + 𝒘(𝑛) + 𝐠𝐽(𝑛)𝐳𝐽(𝑛) (12) 

 

where, ‘∗’ denotes the discrete-time (DT) linear convolution 

operator, the matrix h(n) represents the multipath FSRF 

channel with multiple taps, specified likewise in Eq. (10), 

𝒘(𝑛)  is the corresponding noise vector, such that  𝒘(𝑛) =

[𝑤K−𝐿𝐶𝑃

t , 𝑤K−𝐿𝐶𝑃+1
t , 𝑤K−𝐿𝐶𝑃+2

t , … , 𝑤K+𝑃
t ]

𝑇
, with each element 

of 𝒘(𝑛)  being uncorrelated zero-mean complex Gaussian 

random variables having equal variance σ2=N0/2 per 

dimension and N0 is the noise PSD. The term 𝐳𝐽(𝑛) =
[z1, z2, z3, … , z𝑁]𝑇 is defined as the jamming signal of length 

N emitted by the jammer J with a single transmit-antenna and 

𝐠𝐽(𝑛) = [g𝐽(1), g𝐽(2), g𝐽(3), … , g𝐽(𝑁)] is the FSRF channel 

from the jammer J to the receiver Rx, gJ(j)~R(0, 𝜎𝐽
2 ), 

(j=1,2,3,…..,N) with zero-mean and 𝜎𝐽
2 =J0/2 variance 

complex Gaussian random variable, where J0 is the jamming 

PSD. 

At the receiver, after removing CP, this signal is fed into the 

S/P converter to produce the parallel signal vector yt[i]. The 

K-point fast Fourier transform (FFT) operation is effectively 

performed by multiplying the K-DFT matrix FK defined in Eq. 

(9), with signal yt[i]. Consequently, the signal yf [i] is produced 

which is then given as input to the channel-equalizer to 

generate the received signal vector rf [i]. Using the single-tap 

channel frequency domain equalization (FDE) method at the 

receiver [30, 48], the received signal vector rf [i] is obtained 

which can be expressed as under: 

 

rf [i]=𝒚𝑓[𝑖] ⁄ 𝐇𝑓[𝑖] (13) 

 

where, Hf[i] represents the frequency response of multi-tap 

FSRF channel h(n), specified in Eq. (10), for i=1,2,3,…,K. 

Using the P/S converter, the received sequence of symbols �̂� 

= r=[r1,r2,r3,…,rk,…,rN] is obtained where k represents the time 

instant of s. The received signal vector �̂�  from the OFDM 

detector is given as input to the digital soft demodulator (de-

mapper) to obtain log-likelihood ratios (LLRs) of each coded 

bit 𝛌 = [λ1, λ2, λ3, … , λ𝑁] , where the base of the natural 

logarithm is considered as e. These LLRs so obtained, are fed 

into Turbo decoder, resulting in the estimated sequence of 

information bits �̂�0, which can mathematically be expressed 

as under: 

 

𝐿𝐿𝑅(𝑠𝑘
�̅�
) = 𝐿𝑜𝑔

𝑃(𝑠𝐾
�̅�

= 1|r𝑘)

𝑃(𝑠𝐾
�̅�

= 0|r𝑘)
 (14) 

 

where, the bit position is defined by �̅�, such that �̅� = 1 for the 

BPSK demodulation. For the details of M-QAM soft 

demodulation, interested readers may refer to the existing 

literature [30]. These LLRs are then fed into the SISO decoder 

which finally outputs the estimated sequence of information 

bits �̂�0, containing the original message bits b0. The decoding 

of Turbo codes is generally performed by employing the 
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maximum likelihood detection (MLD) technique. In a 

characteristic Turbo decoder, the MLD decoding technique 

used is the log maximum a-posteriori probability (Log-MAP) 

algorithm which calculates the LLR of each bit based on the 

entire data block of frame length l under consideration. The 

decoding process of Turbo codes commences with forming a-

posteriori probabilities (APPs) for each data bit, followed by 

selecting the data bit value corresponding to the maximum a-

posteriori probability (MAP) for that bit [8]. On receiving the 

code bit sequence that is corrupted, the decision-making 

process with APPs permits the Log-MAP algorithm to 

estimate the most likely information bit that is sent at each bit 

time. The Log-MAP decoding algorithm for Turbo codes is a 

recursive technique which performs on multiple iterations. 

The decoder-1 after processing during the first iteration, 

results in estimating the systematic bits as LLRs. These LLRs 

along with the estimated message bits are called extrinsic 

information (IExt). This IExt is fed into decoder-2, after 

interleaving. The decoder-2 receives the sequence of noisy 

parity bits and the IExt from the decoder-1. The decoder-2 also 

produces its own IExt which is sent as a-priori input to the 

decoder-1, after de-interleaving. The corresponding decoders 

exchange the IExt of systematic bits for predetermined times of 

iterations, which finally produces the estimated sequence of 

message bits �̂�0, after performing the slicing operation. 
 

 

4. DISTRIBUTED STC-OFDM SCHEME FOR CODED-

COOPERATIVE WIRELESS COMMUNICATION 

SYSTEM UNDER JAMMING ENVIRONMENT 
 

This section presents and discusses the proposed DSTC-

OFDM scheme for coded-cooperative wireless 

communication system, along with the details of the encoding 

and decoding processes (see Figure 4). In a typical symmetric 

TCS, the two identical RSC encoders can be distributed so that 

the first RSC is deployed at the source node and the second 

RSC is placed at the relay node. This distributed TCS having 

a parallel encoding structure is highly appropriate to be used 

in the coded-cooperative scenario, and thus a DSTC-OFDM 

scheme with RI is proposed and discussed in this section. The 

basic configuration of TCS is ideal for use in coded-

cooperative communication and such Turbo codes are usually 

termed as DTC in the literature [20] since they are created as 

a result of cooperation between the source node and the relay 

node. The generator polynomial employed for the distributed 

STC-OFDM scheme is G(1,5/7,5/7)8 with constraint length 

KL=3. This DSTC-OFDM scheme requires two distinct time 

slots to transmit one complete Turbo code frame having the 

overall code rate Rc=1/3. The way TCS is structured makes it 

highly appropriate to deploy in a coded-cooperative 

communication system. It is disturbed over the source and 

relay nodes in such a way that cooperation occurs between 

these two nodes. The complete Turbo codeword is divided into 

two RSC codes. The RSC encoder-1 is located at the source 

node S and the RSC encoder-2 is located at the relay node R. 

The ω-th relay node Rω is placed close to the destination node 

D and the entire transmission cycle from the source node S to 

the destination node D is completed in two consecutive time 

slots. The source node is composed of a BPSK modulator and 

the RSC-1 encoder with ½ code rate. The information 

sequence b0 having frame length l is encoded by the source 

node into coded sequence q having length N1. The original 

sequence of message bits b0 from the source node is 

transmitted in two subsequent time slots. 

 

 
 

Figure 4. Block diagram of the proposed DSTC-OFDM scheme 
 

During time slot 1, the source node encodes the sequence of 

message bits b0 into q coded bits using the RSC-1 encoder. 

The sequence of RSC coded bits q having length N1 is digitally 

modulated by a BPSK modulator (mapper) to produce the 

coded symbol of sequence s1. The acquired codeword s1 is 

passed through an OFDM encoder, resulting in OFDM 

symbols xS, which are then broadcasted by the source node 

simultaneously to the destination node and all the relay nodes. 

The channel from the source to the ω-th relay node (S-Rω) is 

generally assumed to be ideal without jamming (i.e., SNR 

𝛾𝑆−𝑅𝜔
= ∞), to achieve perfect decoding at the relay node 

which is completely error-free. The signal vector 𝒚𝑆−𝑅𝜔
 

received by the ω-th relay can be modelled as under: 
 

𝐲𝑆−𝑅𝜔
(𝑛) = 𝒉𝑆−𝑅𝜔

(𝑛) ∗ 𝐱𝑆(𝑛) + 𝒘𝑆−𝑅𝜔
(𝑛) (15) 

 

where, ‘∗’ represents the DT linear convolution operator, the 

matrix 𝒉𝑆−𝑅𝜔
represents the multipath FSRF channel with 

multiple taps from the source to the ω-th relay node, specified 
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likewise in Eq. (10), 𝒘𝑆−𝑅𝜔  is the corresponding noise vector, 

such that 𝒘𝑆−𝑅𝜔
(n) = [w1,w2,w3,…,wi,…, 𝑤𝑁1

] where wi 

represents the uncorrelated zero-mean complex Gaussian 

random variable having equal variance N0/2 per dimension and 

N0 being the noise PSD. For a fast-fading channel, the 𝒉𝑆−𝑅𝜔
 

channel stays static during the transmission of one OFDM 

symbol. But, for the proposed scheme, the 𝒉𝑆−𝑅𝜔
 channel 

remains constant for the transmission of one complete RSC 

codeword, i.e., 𝒉𝑆−𝑅𝜔
= [𝒉𝑆−𝑅𝜔

(1) = 𝒉𝑆−𝑅𝜔
(2) =

𝒉𝑆−𝑅𝜔
(3) = … = 𝒉𝑆−𝑅𝜔

(𝑁1)] . Thus, the proposed model 

incorporates the slow fading in the FSRF channel. As the 

source node broadcasts only the first part of the codeword xS 

during time slot 1, the signal vector 𝐲𝑆−𝐷  received at the 

antenna of the destination node in the same time slot can be 

modelled as under: 

 

𝐲𝑆−𝐷(𝑛) = 𝒉𝑆−𝐷(𝑛) ∗ 𝐱𝑆(𝑛) + 𝒘𝑆−𝐷(𝑛) (16) 

 

Under the jamming signal 𝐳𝐽1(𝑛) during time slot 1, 

 

𝐲𝑆−𝐷(𝑛) = 𝒉𝑆−𝐷(𝑛) ∗ 𝐱𝑆(𝑛) + 𝒘𝑆−𝐷(𝑛) 

+𝐠𝐽−𝐷(𝑛)𝐳𝐽1(𝑛) 
(17) 

 

where, the matrix 𝒉𝑆−𝐷 = [𝒉𝑆−𝐷(1) = 𝒉𝑆−𝐷(2) =
𝒉𝑆−𝐷(3) = … .= 𝒉𝑆−𝐷(𝑁1)]  represents the multipath FSRF 

channel with multiple taps from the source to the destination, 

specified likewise in Eq. (10), 𝒘𝑆−𝐷  is the corresponding 

noise vector, such that 𝒘𝑆−𝐷 (n) = [w1,w2,w3,…,wi,…,𝑤𝑁1
], 

defined similarly as 𝒘𝑆−𝑅𝜔
. The term 𝐳𝐽1  is the jamming 

signal of length N1 during the first time slot, defined similarly 

as 𝐳𝐽  in Eq. (12), where 𝐳𝐽1 = [z1, z2, z3, … , z𝑁1
]𝑇  and 

𝐠𝐽−𝐷 = [g𝐽−𝐷(1), g𝐽−𝐷(2), g𝐽−𝐷(3), … , g𝐽−𝐷(𝑁1)]  represents 

the FSRF channel from the jammer J to the destination node 

D.  

The signal vector 𝐲𝑆−𝐷  received at the destination node is 

fed into an OFDM decoder which outputs the estimated coded 

symbols of sequence ŝ1 during time slot 1 of the cooperative 

communication. However, the same signal also received at the 

ω-th relay node, is given as input to an OFDM decoder which 

generates the estimated coded bits sequence ŝ1 as an output. 

This estimated coded bits sequence ŝ1 is passed through the 

BPSK demodulator and then the RSC SISO decoder, 

corresponding to the RSC-1 encoder, to obtain the estimated 

sequence of information bits �̂�0  containing the original 

message bits b0. During time slot 2, the estimated sequence of 

message bits �̂�0 is fed into a RI which outputs the interleaved 

sequence of information bits b1=π( �̂�0 ). This interleaved 

sequence of information bits b1 is further given as input to a ½ 

rate RSC-2 encoder, resulting in another sequence of parity 

bits p1. The output of the RSC-2 encoder consists of an 

interleaved sequence of systematic bit b1 and a parity bit 

sequence p1. The sequence of systematic bits b1 from the RSC-

2 encoder is discarded and only the sequence of parity bits p1 

is fed into the BPSK modulator. 

The sequence of RSC coded bits p1 having length N2 is 

digitally modulated by a BPSK modulator (mapper) to 

generate the coded symbol of sequence s2. The acquired 

codeword s2 is passed through an OFDM encoder, resulting in 

the encoded OFDM symbols xR which are then sent to the 

destination node. The received signal vector 𝐲𝑅𝜔−𝐷  at the 

destination node, during time slot 2, can be modelled as under: 

𝐲𝑅𝜔−𝐷(𝑛) = 𝒉𝑅𝜔−𝐷(𝑛) ∗ 𝐱𝑅(𝑛) + 𝒘𝑅𝜔−𝐷(𝑛)  (18) 

 

Under the jamming signal 𝐳𝐽2(𝑛) during time slot 2, 

 

𝐲𝑅𝜔−𝐷(𝑛) = 𝒉𝑅𝜔−𝐷(𝑛) ∗ 𝐱𝑅(𝑛) + 𝒘𝑅𝜔−𝐷(𝑛) 

+𝐠𝐽−𝐷(𝑛)𝐳𝐽2(𝑛) 
(19) 

 

where, the matrix 𝒉𝑅𝜔−𝐷 = [𝒉𝑅𝜔−𝐷(1) = 𝒉𝑅𝜔−𝐷(2) =

𝒉𝑅𝜔−𝐷(3) = … = 𝒉𝑅𝜔−𝐷(𝑁2)] represents the multipath FSRF 

channel with multiple taps from the ω-th relay node to the 

destination node, specified likewise in Eq. (10) and 𝒘𝑅𝜔−𝐷 is 

the corresponding noise vector, such that 

𝒘𝑅𝜔−𝐷 (n)=[w1,w2,w3,…,wi,…, 𝑤𝑁2
], defined similarly as 

𝒘𝑆−𝑅𝜔
. The term 𝐳𝐽2 is the jamming signal of length N2 during 

the second time slot, defined similarly as 𝐳𝐽  in Eq. (12), where 

𝐳𝐽2 = [z1, z2, z3, … , z𝑁2
]𝑇 . At the destination node, the 

received signal 𝐲𝑅𝜔−𝐷 is given as input to the OFDM decoder 

which outputs the estimated coded symbols of sequence ŝ2 

during time slot 2 of the cooperative communication. Similarly, 

during the same time slot, the respective modulated sequences 

are sent by each relay to the destination node. The received 

symbol sequence from the antenna of the destination node is 

transformed into LLRs, which are then combined using the 

transmit diversity technique [19]. Finally, the received signals 

𝐲𝑆−𝐷 and 𝐲𝑅𝜔−𝐷 are combined to form complete Turbo codes 

using the concatenation technique and then these codewords 

are rearranged to perform the corresponding joint iterative 

Turbo decoding operation. The destination node decodes the 

codewords by using the JISISO decoding technique for the 

DSTC-OFDM scheme which is explained in the subsequent 

section of this manuscript, to get the estimated sequence of 

information bits �̂�0 . The channels S-D and Rω-D are both 

considered to be FSRF channels which remain static for a 

complete RSC codeword and, therefore, incorporate slow 

fading. Moreover, all the nodes are supposed to have equal 

transmission power. 

 

 

5. JOINT ITERATIVE SISO (TURBO) DECODING 

TECHNIQUE USING LOG-MAP ALGORITHM FOR 

THE PROPOSED DSTC-OFDM SCHEME 

 

Another prominent and distinctive characteristic of the 

proposed DSTC-OFDM scheme for coded-cooperative 

wireless communication is the JISISO (Turbo) decoding 

technique. This decoder for the proposed DSTC-OFDM 

scheme, depicted in Figure 5, is implemented in the destination 

node, utilizing two SISO modules for joint iterative decoding 

operation. The SISO APP modules with both serial and 

parallel concatenation of Turbo codes for the iterative 

decoding are described by Benedetto et al. [50]. In a 

characteristic communications receiver, a demodulator 

generally generates soft decisions that are then fed into the 

soft-input/hard-output decoder, where the output of the 

decoder results in bits (i.e., hard decisions) after the final 

decoding process. However, a hard-output decoder is not 

suitable in a typical TCS, in which multiple component RSC 

encoders are employed. The Turbo decoding process of TCS 

consists of feeding the outputs in an iterative manner from one 

decoder back to the inputs of another decoder. This is because 

giving hard decisions as input to a decoder degrades the 

system performance as compared to soft decisions. Therefore, 

a SISO decoder is required for the decoding of Turbo codes 
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[8]. For the first decoding iteration of such a SISO decoder, 

the binary data is usually assumed to be equally probable 

which gives an initial a-priori LLR value. In the iterative 

decoding process, the extrinsic likelihood is fed back to the 

decoder input, which leads to refining the a-priori probability 

of the data for the subsequent iteration. 

 

 
 

Figure 5. Block diagram of the JISISO (Turbo) decoding technique for the proposed DSTC-OFDM scheme 

 

5.1 Log-MAP decoding algorithm 

 

In this subsection, the theoretical framework of the log-

MAP decoding algorithm with BPSK modulation is discussed. 

The natural logarithmic ratio of the APPs, i.e., the LLR 

D(b̂0,𝑘) of the k-th input data bit b0,𝑘 = 𝑖, (𝑖 = 0,1), at time 

instant k where k=1,2,...,l (l=512 bits) and state 𝑚 , can be 

given as under: 

 

D(b̂0,𝑘) = 𝑙𝑜𝑔 [
∑ 𝛼𝑘

𝑚𝛿𝑘
1,𝑚𝛽𝑘+1

𝑓(1,𝑚)
𝑚

∑ 𝛼𝑘
𝑚𝛿𝑘

0,𝑚𝛽𝑘+1
𝑓(0,𝑚)

𝑚

] (20) 

 

By comparing D(b̂0,𝑘)  to a zero threshold, the SISO 

decoder uses the MAP decision rule to make a decision, 

i.e.,b̂0,𝑘 = 1, if D(b̂0,𝑘) > 0 and b̂0,𝑘 = 0, if D(b̂0,𝑘) < 0. 𝛼𝑘
𝑚 

is defined as the forward state metric (FSM) at time k and state 

m, as being a probability of the past sequence that only 

depends on the current state induced by this sequence. 𝛽𝑘
𝑚 

represents the reverse state metric (RSM) at time k and state m, 

and 𝛽𝑘+1
𝑓(𝑖,𝑚)

 represents the RSM at future time k+1 and next 

state f(i,m), as being a probability of the future sequence, 

depending upon the state at time k+1. 𝛿𝑘
𝑖,𝑚

is defined as the 

branch metric (BM) at time k and state m. Interested readers 

may refer to the reference [8] for calculating the FSM 𝛼𝑘
𝑚, the 

RSM  𝛽𝑘
𝑚 and the BM 𝛿𝑘

𝑖,𝑚
. 

Now, the LLR D(b̂0,𝑘) of the k-th data bit of the original 

information sequence for the SISO decoder-1, can be 

expressed as under: 

 

𝐷(�̂�0,𝑘) = 𝑙𝑜𝑔

[
 
 
 
 

𝜌𝑘𝑒𝑥𝑝 (
2𝜆𝑏0,𝑘

(𝜎 + 𝜎𝐽)
2
)

(

 
 

 

∑ 𝛼𝑘
𝑚𝑒𝑥𝑝 (

𝜆𝑝0,𝑘
𝑝0,𝑘

1,𝑚

(𝜎 + 𝜎𝐽)
2)𝛽𝑘+1

𝑓(1,𝑚)
𝑚

∑ 𝛼𝑘
𝑚𝑒𝑥𝑝 (

𝜆𝑝0,𝑘
 𝑝0,𝑘

0,𝑚

(𝜎 + 𝜎𝐽)
2)𝛽𝑘+1

𝑓(0,𝑚)
𝑚

)

 
 

]
 
 
 
 

 (21) 

 

D(b̂0,𝑘) = 𝑙𝑜𝑔 [𝜌𝑘𝑒𝑥𝑝 (
2λb0,𝑘

(𝜎 + 𝜎𝐽)
2
) 𝜌𝑘

𝑒] (22) 

 

D(b̂0,𝑘) = 𝑙𝑜𝑔(𝜌𝑘) + 𝑙𝑜𝑔 [𝑒𝑥𝑝 (
2λb0,𝑘

(𝜎 + 𝜎𝐽)
2
)]

+ 𝑙𝑜𝑔(𝜌𝑘
𝑒) 

(23) 

 

D(b̂0,𝑘) = Db21,𝑘
+ D𝑐(λb0,𝑘

) + Db12,𝑘
 (24) 

 

where, b0,𝑘  and p0,𝑘  denote the transmitted data bit and the 

corresponding parity bit, respectively at time k. The parameter 

b0,𝑘
𝑖  is the data bit that is not dependent on the state m. 

However, the parameter p0,𝑘
𝑖.𝑚 is the parity bit that depends on 

the state m, due to the code’s memory. The parameter 𝜌𝑘 =
𝜌𝑘

1 𝜌𝑘
0⁄  represents the input a-priori probability ratio, which is 

the prior likelihood for the SISO decoder-1, 𝜌𝑘
𝑖  represents the 

a-priori probability of b0,𝑘 at time k, i.e., 𝑃(b0,𝑘 = 𝑖) and 𝜌𝑘
𝑒 

represents the output extrinsic likelihood at time k. 𝜌𝑘
𝑒 can be 
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considered as IExt representing coding correction which 

changes the input prior knowledge of the data bit. The final 

soft number D(b̂0,𝑘) for the SISO decoder-1 consists of three 

LLR terms, namely the a-priori LLR Db21,𝑘
, the channel-

measurement LLR D𝑐(λb0,𝑘
), and the extrinsic LLR Db12,𝑘

.  

Similarly, the LLR D(b̂1,𝑘) of the k-th data bit of interleaved 

information sequence for the SISO decoder-2, can be 

expressed as under: 

 

D(b̂1,𝑘) =  D̅b12,𝑘
+ D𝑐(λb1,𝑘

) + D̅b21,𝑘
 (25) 

 

where, b1,𝑘 represents the interleaved transmitted data bit in 

bipolar form at time k. p1,𝑘 represents the corresponding parity 

bit of b1,𝑘, defined similarly as p0,𝑘 in Eq. (21). Like the SISO 

decoder-1, the final soft number D(b̂1,𝑘)  for the SISO 

decoder-2 consists of three LLR terms, namely the a-priori 

LLR D̅b12,𝑘
, the channel-measurement LLR D𝑐(λb1,𝑘

), and the 

extrinsic LLR D̅b21,𝑘
. In a typical TCS, the IExt are exchanged 

from one decoder to another to improve the LLR for each data 

bit, and therefore reduce the decoding probability of error (PE). 

For several iterations, this decoding process can be used with 

the above equations to compute the LLR. For the next iteration, 

the a-priori likelihood ratio 𝜌𝑘+1 is replaced by the extrinsic 

likelihood 𝜌𝑘
𝑒 resulting from a particular iteration. 

 

5.2 JISISO (Turbo) decoding technique 

 

The joint iterative Turbo decoder mainly consists of two 

SISO decoders, corresponding to each RSC code encoder. It 

has three separate inputs and a single output. The a-priori 

probabilities of systematic bits λ𝐛0  as well as parity bits λ𝐩0  

and  λ𝐩1
, are fed into the SISO decoders, resulting in the 

extrinsic output IExt. Each SISO decoder receives three distinct 

inputs, namely LLRs of systematic information bits, LLRs of 

parity bits and LLRs of a-priori information bits. It generates 

one output which is IExt for the systematic bits and the parity 

bits. During time slot 1, the OFDM decoder generates the soft-

bits LLRs λD
1 , corresponding to the systematic bits b0 and the 

parity bits p0 of the RSC-1 encoder, sent from the source node. 

The LLRs λD
1

 are divided by the de-multiplexer into a couple 

of distinct streams of LLRs, i.e., λ𝐛0
 (LLR corresponding to the 

systematic bits) and λ𝐩0
 (LLR corresponding to the parity bits 

p0 of the RSC-1 encoder).  

Both the systematic bits LLR λ𝐛0  as well as the parity bits 

LLR λ𝐩0  are passed through SISO Decoder-1 which produces 

the IExt 𝐃𝐛12  as an output. This IExt of systematic bits 𝐃𝐛12  is fed 

into a RI which outputs the interleaved IExt of systematic 

bits �̅�𝐛12
. This interleaved IExt of systematic bits �̅�𝐛12

 is fed 

into SISO Decoder-2 as an a-priori input. During time slot 2, 

the OFDM decoder produces the soft-bits LLRs λD
2 =λ𝐩1

 (LLR 

corresponding to the parity bits p1 of the RSC-2 encoder), sent 

from the relay node to the destination node. The parity bit 

LLRs are passed through SISO Decoder-2 which generates the 

IExt �̅�𝐛21
 as an output, corresponding to the interleaved 

sequences of information bits b1=πb0. This IExt �̅�𝐛12
 is de-

interleaved to form IExt 𝐃𝐛21
 which is fed back into the SISO 

Decoder-1. The respective SISO decoders exchange the IExt of 

systematic bits for predetermined times of iterations. The 

interleaved IExt �̅�𝐛12
 and �̅�𝐛21

 are then summed up in an adder 

and de-interleaved after passing through a de-interleaver, 

which is followed by a slicer. Finally, the estimated sequence 

of information bits �̂�0  is obtained, after performing the hard 

decoding operation by the slicer. 

 

 

6. BEST RELAY SELECTION TECHNIQUE BASED ON 

THE HIGHEST SNR RATIO 

 

Cooperative communication schemes have effectively 

enabled SA users to allow their antennas to build a virtual 

MIMO system, which incorporates extra spatial diversity in 

wireless communication networks [20, 45]. However, the 

cooperative communication does have some drawbacks, such 

as the system’s computational complexity and extra latency. 

In order to reduce the computational complexity and latency, 

the relay selection protocol is used to improve the overall 

performance of the cooperative communication system. The 

relay selection protocol allows the source node to work in 

cooperation with a single-relay node rather than multiple relay 

nodes in the cooperative communication systems [51]. In this 

manuscript, the relay-assisted DF cooperative protocol is 

employed in which a source node transmits to a destination 

node through a direct link as well as through an indirect link 

via multiple relay nodes. In a classical multi-relay cooperative 

communication system, all the relay nodes transmit the signal 

received from the source node to the destination node, using 

orthogonal sub-channels called subcarriers to avoid co-

channel interference [52]. Therefore, for the LR-relays 

classical cooperative communication network, there are a total 

of (LR+1) channels required, i.e., one channel for the direct 

path and LR channels for the LR indirect paths. With an 

additional number of relays, the number of required channels 

also increases linearly which suffers a bandwidth trade-off. 

However, the best relay selection (BRS) technique resolves the 

issue of the inefficient utilization of the available channel 

bandwidth. In a typical BRS scheme, only the best relay node 

is considered to transmit the signal to the destination node, and 

therefore, irrespective of the total number of relays LR, this 

technique requires only two channels, one for the direct path 

and the other one for the best indirect path [52]. 

In this section, the BRS technique has been proposed, based 

on the highest SNR, where only the best relay participates in 

the relaying process under noise jamming environment. The 

best relay can be considered as that relay node which attains 

the highest SNR at the destination node [52]. The BRS scheme 

not only minimizes the number of channel resources needed 

but also maintains the same BER performance, which can be 

achieved otherwise by the classical multi-relay cooperative 

communication network with a significantly increased number 

of resources. Thus, the efficient resource usage by the BRS 

technique does not result in degrading the quality of the signal. 

The communication link is established between the source 

node S and the destination node D through a direct link (S→D) 

and an indirect link (S→Rω→D) via the best relay node Rω, as 

shown in Figure 1. In this scheme, the destination node 

receives the complete codeword from the source node and the 

ω-th relay node. The systematic bits b0 and parity bits p0 are 

received from the source (direct link), while the parity bit p1 is 

received from the best relay with the highest SNR (indirect 

link). The channel coefficients between the source S and the 

ω-th relay Rω (𝒉𝑆−𝑅𝜔
), between the ω-th relay node Rω and the 

destination D (𝒉𝑅𝜔−𝐷 ) and between the source S and the 

destination D (𝒉𝑆−𝐷) are FSRF coefficients. In addition, these 

coefficients 𝒉𝑆−𝑅𝜔
, 𝒉𝑅𝜔−𝐷 , and 𝒉𝑆−𝐷  are mutually 
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independent and non-identical for all values of ω. Moreover, 

the Gaussian noise terms of all the links are assumed to have 

zero-mean and equal variance N0/2 per dimension. In order to 

maintain the relay power within its specified limits, 

particularly if the fading coefficient 𝒉𝑆−𝑅𝜔
 is low [52], the 

relaying gain is kept equal to √1/(𝐸𝑆 ℎ𝑆−𝑅𝜔
+ 𝑁0 + 𝐽0) , 

where ES denotes the signal energy transmitted by the source, 

N0 and J0 represent the noise PSD and jamming PSD 

respectively. Therefore the total SNR of the indirect link 

(S→Rω→D) is expressed as under: 

 

𝛾𝑆→𝑅𝜔→𝐷 =
𝛾𝑆−𝑅𝜔

𝛾𝑅𝜔−𝐷

𝛾𝑆−𝑅𝜔
+ 𝛾𝑅𝜔−𝐷 + 1

 (26) 

 

where, 𝛾𝑆−𝑅𝜔
= 𝒉𝑆−𝑅𝜔

2 𝐸𝑆

(𝑁0+𝐽0)
 is the instantaneous value of 

SNR of the source signal at Rω and  𝛾𝑅𝜔−𝐷 = 𝒉𝑅𝜔−𝐷
2 𝐸𝜔

(𝑁0+𝐽0)
 is 

the instantaneous value of SNR of the relayed signal by Rω at 

D, where Eω denotes the signal energy transmitted by the best 

relay node. Furthermore, 𝛾𝑆−𝐷 = 𝒉𝑆−𝐷
2 𝐸𝑆

(𝑁0+𝐽0)
 is the 

instantaneous value of SNR of the signal between S and D. The 

relay node attaining the highest SNR of the indirect link 

(S→Rω→D) is selected as the best relay. The maximum SNR 

(𝛾𝐵𝑅𝑆) of the best relay node for the BRS technique can now 

be expressed as under: 

 

𝛾𝐵𝑅𝑆 = 𝛾(𝑆→𝑅𝜔→𝐷)𝑚𝑎𝑥
= 𝑚𝑎𝑥

𝜔
(

𝛾𝑆−𝑅𝜔
𝛾𝑅𝜔−𝐷

𝛾𝑆−𝑅𝜔
+ 𝛾𝑅𝜔−𝐷 + 1

) (27) 

 

 

7. SIMULATION SET-UP AND RESULTS DISCUSSION 

 

This section presents the BER performances and simulation 

results of the proposed STC-OFDM (non-cooperative) scheme 

and the DSTC-OFDM (coded-cooperative) scheme over the 

AWGN channel as well as the FSRF channel. The simulation 

tool, modulation technique and decoding algorithm employed 

for the conventional STC-OFDM scheme and distributed 

STC-OFDM scheme are MATLAB, BPSK/M-QAM 

modulation, and Log-MAP algorithm respectively. Both of the 

proposed schemes have been investigated and analyzed under 

the same wideband noise jamming environment and identical 

conditions i.e., the same overall code rate and frame length of 

Rc=1/3 and l=512 bits respectively. The generator matrix for 

both the schemes is G(1,5/7, 5/7)8 having the length of RI 

equal to the frame length l=512 bits. The STC-OFDM and 

DSTC-OFDM schemes are simulated over AWGN and 

multipath FSRF channels. However, the DSTC-OFDM 

scheme is also analyzed with both single-relay as well as 

multiple relays at the relay node. The multiple relays are 

assumed to be in cooperation at all times. In addition, the 

proposed DSTC-OFDM scheme can achieve both cooperative 

diversity gain as well as coding gain. In this research study, 

the channels S-D and Rω-D are considered to be multipath 

FSRF channels which are statistically independent and 

modelled by the Monte Carlo method with 9 taps each [47, 49]. 

However, for all simulations in the coded-cooperative scenario, 

the S-Rω channel is supposed to be an ideal channel (i.e., SNR 

𝛾S−𝑅𝜔
= ∞). This hypothesis is valid due to the fact that the 

DF cooperative protocol [23, 24] is applicable only when the 

S-D channel is severely degraded as compared to the S-Rω 

channel. For the multipath FSRF channels between different 

links, the delay spread is considered to be 9 bits and the phase 

of each path is uniformly distributed between 0 and 2π radians 

[48]. The length of IFFT and CP is selected to be 64 and 16 

bits respectively, based on the IEEE 802.11a specifications for 

a wireless communication link built using OFDM [53]. The 

802.11a standard for wireless local area (WLAN) networking 

operates in the 5 GHz frequency band and specifies multiple 

non-overlapping channels, each with a width of 20 MHz, 

within the 5 GHz range which are spread apart to reduce 

interference [53]. Moreover, in the context of 802.11a which 

uses OFDM, the effects of the Rayleigh fading channel are 

particularly relevant, capturing the random and time-varying 

characteristics of multipath fading. 

In this paper, we have modelled the effect of wideband noise 

jamming by utilizing the noise parameter jamming-to-signal 

(J/S) ratio [8]. This parameter J/S is primarily used to model 

the impact of a noise source that may affect the received signal, 

while processing the legitimate signal. It is used in SNR 

calculation (i.e., 𝛾𝑟𝑒𝑞𝑑.) as shown in Eq. (3) for determining 

the quality of a signal. We have used a jamming source with a 

SA to generate a random pseudo-noise (PN) sequence to jam 

the receiver Rx or the destination node D as defined in Eq. (6) 

and Eq. (8). The J/S ratio is taken to be 13dB, 23 dB and 33dB 

for the processing gain of GP=1000 [8]. Here, we have used 

three different values of the J/S ratio depending on the distance 

of the jammer from the receiver Rx or the destination node D, 

while taking into account the effect of the jammer’s current 

position. We have catered the impact of the jammer’s distance 

with the help of the parameter J/S such that the value of the J/S 

ratio increases with the decrease in distance from the jammer 

to the receiver Rx or the destination node D. Furthermore, the 

AJ strategies offered by the simulation results, so obtained 

from this research study, are not optimal for covering all 

possible aspects of jamming attacks. Certain aspects of 

jamming signals, including the temporal and frequency 

patterns, can be optimized, and then those sensitive 

components of the wireless communication system that are 

more vulnerable to jamming attacks are optimally selected [3]. 

In this research, however, the prime focus is given only on the 

relatively under-investigated class of the jamming attack, 

namely wideband Gaussian noise jamming, and provides 

specific insight on how to counter the potential effect of the 

wideband noise jamming attack.  

For relaying, each relay node is placed close to the 

destination node, to obtain an edge in SNR over the source 

node. If only one relay node is employed, it is assumed to have 

an additional gain in SNR, i.e., +3dB over the source node. If 

three relay nodes are employed, all the relays are assumed to 

have equal gain in SNR, i.e., +3dB over the source node. 

Moreover, at the destination node, the JISISO decoding 

technique is used and in each simulation, the SNR per bit is 

employed. Moreover, in this research study, perfect CSI is 

assumed using BPSK/M-QAM modulation, at the 

corresponding receivers. Several basic channel estimation 

(CE) techniques to estimate the RF channel in wireless OFDM 

systems, namely pilot-mode CE, training-mode CE, transform 

domain CE, LMMSE CE, decision-directed CE and CE with 

pilot contamination have been covered in the literature [15, 

54]. 

The complete list of parameters with specifications used in 

the simulation is summarized in Table 1, given as under:
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Table 1. List of simulation parameters 
 

Parameters Specification 

Modulation techniques 
BPSK 

M-QAM 

Multiplexing scheme OFDM 

FFT length (K) 64 bits 

Number of data subcarriers 52 

CP length LCP 16 bits 

OFDM symbol size 64+16=80 bits 

FFT sampling frequency 
20 MHz 

[-10MHz to +10MHz] 

Subcarrier spacing 312.5 KHz 

Used subcarrier index {-26 to -1, +1 to +26} 

CP duration (TCP) 0.8 µs 

OFDM symbol duration (Td) 3.2 µs 

OFDM symbol duration (Ts) 4 µs 

OFDM equalization technique FDE 

Channel models 
AWGN channel, 

Rayleigh fading channel 

Fading model FSRF 

Delay spread of a channel 9 bits 

Multipath taps 9 taps 

Multipath phase-shift 0 - 2π radians 

Additional relay gain +3 dB 

Channel coding TCS 

Generator polynomial for TCS (1,5/7,5/7)8 

Data frame length (l) 512 bits 

Turbo code frame size 512×3=1536 bits 

Number of frames 100,000 

Code rate (Rc) 1/3 

Decoding technique JISISO - Turbo 

Decoding algorithm Log-MAP 

Log-MAP iterations 5 

Jamming-to-Signal (J/S) ratio 13, 23 and 33 dB 

Processing gain (GP) 1000 

 

7.1 Performance comparison between STC-OFDM (non-

cooperative) scheme and single-relay DSTC-OFDM 

(coded-cooperative) scheme with and without jamming 

over AWGN channel 

 

In this subsection, we present the BER performance 

comparison of conventional STC-OFDM scheme for non-

cooperative communication and single-relay distributed STC-

OFDM scheme for coded-cooperative communication over 

AWGN channel under non-jamming and different jamming 

environments, as shown in Figure 6(a). The simulation results 

reveal that the DSTC-OFDM outperforms the non-cooperative 

STC-OFDM over the AWGN channel with the BPSK 

modulation technique under both non-jamming and different 

jamming environments for the entire SNR range under 

consideration as shown in Figure 6(a). The BER curves also 

show that the performance gain of DSTC-OFDM at BER ≈ 

4×10-7 over STC-OFDM is 0.8 dB without jamming. 

Furthermore, the BER curves with jamming J/S=13dB, 23dB 

and 33dB show that the performance gain of DSTC-OFDM at 

BER ≈ 7×10-7, 1.5×10-6 and 1×10-3 over STC-OFDM is 1dB, 

0.8dB and 0.9dB respectively. The underlying reason behind 

the better performance of DSTC-OFDM over STC-OFDM is 

due to the path diversity provided by the relay node. 

In Figure 6(b), the BER performance comparison of the 

STC-OFDM scheme for non-cooperative communication and 

single-relay DSTC-OFDM scheme for coded-cooperative 

communication is presented over AWGN channel under non-

jamming and jamming environments with different 

modulation techniques, namely BPSK, 4-QAM and 16-QAM. 

The Monte Carlo results reveal that the BPSK modulation 

technique performs better in terms of the BER for both the 

STC-OFDM and DSTC-OFDM schemes. However, in terms 

of bandwidth efficiency, the 16-QAM modulation technique is 

better as compared to BPSK and 4-QAM modulation 

techniques. 

 

 
 

Figure 6(a). BER performance of STC-OFDM (Non-

cooperative) scheme and single-relay DSTC-OFDM (Coded-

cooperative) scheme over AWGN channel, with BPSK 

modulation technique, frame length l=512 bits, 100,000 No. 

of frames and 5 decoding iterations 

 

 
 

Figure 6(b). BER performance of STC-OFDM (Non-

cooperative) scheme and single-relay DSTC-OFDM (Coded-

cooperative) scheme over AWGN channel, with different 

modulation techniques (BPSK, 4-QAM and 16-QAM), frame 

length l=512 bits, 100,000 No. of frames and 5 decoding 

iterations 

 

7.2 Performance comparison between STC-OFDM (non-

cooperative) scheme and single-relay DSTC-OFDM 

(coded-cooperative) scheme with and without jamming 

over single-path FSRF channel 

 

This subsection presents the BER performance comparison 
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of conventional STC-OFDM scheme for non-cooperative 

communication and single-relay distributed STC-OFDM 

scheme for coded-cooperative communication over Single-

path FSRF channel (both slow-fading and fast-fading) under 

non-jamming and jamming environments, as shown in Figure 

7.  

 

 
 

Figure 7. BER performance of STC-OFDM (Non-

cooperative) scheme and single-relay DSTC-OFDM (Coded-

cooperative) scheme over single-path FSRF channel (both 

slow-fading and fast-fading), with BPSK modulation 

technique, frame length l=512 bits, 100,000 No. of frames 

and 5 decoding iterations 

 

The simulation results show that in the low SNR region, the 

non-cooperative STC-OFDM performs almost similar to the 

DSTC-OFDM, however, in the high SNR region the DSTC-

OFDM performs far better than the STC-OFDM by a gain of 

2 dB at BER ≈ 1×10-2 over single-path slow FSRF channel 

without jamming. Similarly, DSTC-OFDM outperforms the 

non-cooperative STC-OFDM by a gain of 1 dB at BER ≈ 

2.5×10-2 over the aforementioned channel with jamming 

J/S=23dB. Moreover, the simulation results show that the 

DSTC-OFDM outperforms the STC-OFDM by a gain of 6 dB 

at BER ≈ 6×10-4 over a single-path fast FSRF channel without 

jamming. Similarly, the DSTC-OFDM outperforms the STC-

OFDM by a gain of 6 dB at BER ≈ 9×10-3 over the 

aforementioned channel with jamming J/S=23dB. 

Furthermore, the simulation results reveal that the STC-

OFDM and the DSTC-OFDM schemes perform better in terms 

of the BER over the fast FSRF channel in comparison to the 

slow FSRF channel under both jamming and non-jamming 

scenarios. 

 

7.3 Performance comparison between STC-OFDM (non-

cooperative) scheme and single-relay DSTC-OFDM 

(coded-cooperative) scheme with and without jamming 

over multipath FSRF channel 

 

In this subsection, we present the BER performance 

comparison of conventional STC-OFDM scheme for non-

cooperative communication and single-relay distributed STC-

OFDM scheme for coded-cooperative communication over 

multipath FSRF (slow) channel with 9-taps under non-

jamming and jamming environment, as shown in Figure 8. The 

simulation results show that in the low SNR region, the non-

cooperative STC-OFDM performs almost similar to the 

DSTC-OFDM, however, in the high SNR region the DSTC-

OFDM performs far better than the STC-OFDM by a gain of 

2.5 dB at BER ≈ 2.5×10-3 over multipath FSRF channel 

without jamming. Similarly, the DSTC-OFDM outperforms 

the STC-OFDM by a gain of 2.5 dB at BER ≈ 1×10-2 over 

multipath FSRF channel with jamming J/S=23dB.  

 

 
 

Figure 8. BER performance of STC-OFDM (Non-

cooperative) scheme and single-relay DSTC-OFDM (Coded-

cooperative) scheme over multipath FSRF (slow) channel 

with 9-taps, with BPSK modulation technique, frame length 

l=512 bits, 100,000 No. of frames and 5 decoding iterations 

 

Moreover, the improved BER performance of both the 

proposed schemes over multipath FSRF channel as compared 

to single-path FSRF channel is due to the use of the OFDM 

technique which helps mitigate the impact of the FSRF, 

providing reliable wireless communication. 

 

7.4 Performance comparison between single-relay DSTC-

OFDM (coded-cooperative) scheme with different 

jamming scenarios over multipath FSRF channel 

 

This subsection presents the BER performance comparison 

of single-relay distributed STC-OFDM scheme for coded-

cooperative communication over multipath FSRF (slow) 

channel with 9-taps, under different jamming scenarios, as 

shown in Figure 9, which are as follows: 

-Both R-D and S-D Paths are considered without jamming; 

-The R-D path is with jamming while the S-D path is 

without jamming; 

-The S-D path is with jamming while the R-D path is 

without jamming; 

-Both R-D and S-D Paths are considered with jamming. 

The simulation results show that the DSTC-OFDM with R-

D path jamming outperforms DSTC-OFDM with S-D path 

jamming by a gain of 7 dB at BER ≈ 9×10-3 over multipath 

FSRF  (slow) channel with jamming J/S=23dB. However, with 

jamming J/S=13dB, the simulation results show that the 

DSTC-OFDM with R-D path jamming outperforms DSTC-

OFDM with S-D path jamming by a gain of 3 dB at BER ≈ 

1×10-3 over multipath FSRF channel.  
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Figure 9. BER performance of single-relay DSTC-OFDM 

(Coded-cooperative) scheme over multipath FSRF (slow) 

channel, under different jamming scenarios with BPSK 

modulation technique, frame length l=512 bits, 100,000 No. 

of frames and 5 decoding iterations 

 

Similarly, the gain of 2 dB is observed at BER ≈ 1×10-2 for 

the DSTC-OFDM with S-D path jamming only over the 

DSTC-OFDM with both S-D and R-D paths jamming 

(J/S=23dB) over multipath FSRF channel. However, the gain 

of 9 dB is observed at BER ≈ 9×10-3 for the DSTC-OFDM 

with R-D path jamming only over the DSTC-OFDM with both 

S-D and R-D paths jamming (J/S=23dB) over the 

aforementioned channel model. The gain of 0.5 dB is observed 

at BER ≈ 1.2×10-3 for the DSTC-OFDM with S-D path 

jamming only over the DSTC-OFDM with both S-D and R-D 

paths jamming, over multipath FSRF channel with jamming 

J/S=13dB. However, the gain of 5 dB is observed at BER ≈ 

9×10-4 for the DSTC-OFDM with R-D path jamming only 

over the DSTC-OFDM with both S-D and R-D paths jamming 

over the aforementioned channel with jamming J/S=13dB. 

Furthermore, the performance of DSTC-OFDM with both S-

D and R-D path jamming (J/S=23dB) is the worst amongst all 

the compared schemes over a multipath FSRF channel under 

different jamming scenarios. 

 

7.5 Performance comparison between single-relay and 

multi-relay DSTC-OFDM (coded-cooperative) scheme 

with and without jamming over multipath FSRF channel 

 

The last subsection presents the BER performance 

comparison of single-relay and multi-relay distributed STC-

OFDM scheme for coded-cooperative communication over 

multipath FSRF (slow) channel with 9-taps, under non-

jamming and jamming environment, as shown in Figure 10. 

According to the Monte Carlo simulation results, the multi-

relay DSTC-OFDM scheme outperforms its corresponding 

single-relay DSTC-OFDM scheme under identical conditions 

for the entire SNR range under consideration as shown in 

Figure 10. In the case of three relay nodes, the multi-relay 

DSTC-OFDM scheme for coded-cooperative communication 

gives 7 dB gain over the single-relay DSTC-OFDM scheme at 

BER  110-3 over multipath FSRF channel without jamming. 

Similarly, for three relay nodes, the multi-relay DSTC-OFDM 

scheme for coded-cooperative communication gives a 5 dB 

gain over the single-relay DSTC-OFDM scheme at BER  

110-2 over the aforementioned channel with jamming 

J/S=23dB.  

 

 
 

Figure 10. BER performance of single-relay and multi-relay 

DSTC-OFDM (Coded-cooperative) scheme over multipath 

FSRF (slow) channel, with BPSK modulation technique, 

frame length l=512 bits, 100,000 No. of frames and 5 

decoding iterations 

 

Moreover, for the BRS technique, based on the highest SNR, 

the gain of 4 dB is observed at BER ≈ 1.5×10-3 over the single-

relay DSTC-OFDM scheme with the same modulation 

technique, over multipath FSRF channel without jamming. 

However, the gain of 5 dB is observed at BER  1×10-2 for the 

BRS technique, over the single-relay DSTC-OFDM scheme 

over the aforementioned channel with jamming J/S=23dB.The 

bit error performance of the three-relay DSTC-OFDM scheme 

is superior to that of the single-relay DSTC-OFDM scheme 

under the same circumstances. The improved bit error 

performance for multiple relays is due to the increased SNR as 

additional relays are located near the destination node. 

Furthermore, the deployment of multiple relays in the vicinity 

of the destination node enhances the information reliability of 

the communication link by offering spatial diversity gain. 

 

 

8. CONCLUSION 

 

In this research paper, an effective and innovative AJ 

technique is proposed by investigating the BER performance 

of the DSTC-OFDM scheme for coded-cooperative wireless 

communication under wideband noise jamming environment. 

As an appropriate benchmark to our proposed scheme, the 

conventional STC-OFDM scheme is also simulated and 

analyzed for non-cooperative wireless communication, under 

the same jamming environment. The prime modulation 

technique and the decoding algorithm employed for the STC-

OFDM (non-cooperative) scheme and DSTC-OFDM (coded-

cooperative) scheme are BPSK modulation and Log-MAP 

algorithm respectively. Soft demodulators are employed along 
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with the JISISO (Turbo) decoding technique at the destination 

node for coded-cooperation. The BER performance of both the 

proposed schemes have been analyzed and compared over the 

stated channel models under the same conditions, i.e., the code 

rates and data frame lengths of Rc=1/3 and l=512 data bits 

respectively for both the schemes. The Monte Carlo simulation 

results reveal that the DSTC-OFDM scheme outperforms the 

STC-OFDM scheme by a gain that ranges between 1–7 dB for 

different values of J/S ratio in the high SNR simulated region, 

under the same circumstances and noise jamming environment. 

However, in the low SNR simulated region, the STC-OFDM 

scheme shows similar performance as the DSTC-OFDM 

scheme, under identical conditions. Moreover, the proposed 

DSTC-OFDM scheme is further studied in coded-cooperative 

communication with multiple relays and BRS technique under 

the jamming environment over a multipath FSRF channel. In 

addition, this scheme incorporates both cooperative diversity 

gain and coding gain. Furthermore, adding more relay nodes 

in the vicinity of the destination node enhances the information 

reliability of a communication link by offering spatial 

diversity, thereby further improving the BER performance by 

a gain of 5-7 dB.  

The proposed DSTC-OFDM scheme, a hybrid combination 

of Turbo coding with OFDM in cooperative wireless 

communication, overcomes most of the limitations of existing 

AJ techniques. Although several queries associated with the 

BER performance of STC-OFDM system under wideband 

noise jamming are still unresolved, we are so far convinced to 

believe that TCS in combination with OFDM is the 

competitive AJ channel coding technique and certainly the 

next-generation of secure wireless communication technology. 

In future work, the BER performance of the proposed AJ 

schemes can further be analyzed for improvement, over 

different MIMO techniques, by deploying multiple transmit 

and receive antennas. 
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NOMENCLATURE 

 

b0 Information or message bit sequence 

b0,𝑘  k-th input data bit 

b1 Interleaved information bit sequence 

b1,𝑘  k-th interleaved data bit 

C Turbo codeword 

C1 RSC encoder-1 

C2 RSC encoder-2 

dfree Code’s effective free distance 

D Destination node 

𝐃𝐛  Extrinsic information 

�̅�𝐛  Interleaved extrinsic information 

D𝑐  Channel-measurement LLR  

D(b̂0,𝑘)  LLR of k-th input data bit 

D(b̂1,𝑘)  LLR of interleaved k-th input data bit 

Eb Bit energy (Joules) 

f(i,m) Next state at future time k+1 

G Generator matrix 

gJ FSRF channel from jammer to receiver 

gJ-D FSRF channel from jammer to destination 

GP Processing gain 

h FSRF channel vector 

J Jammer 

J0 Jamming power spectral density 

J/S Jamming-to-Signal ratio 

K FFT length 

KL Constraint length 

k Time instant of the input sequence 

L 

LCP 

Data frame length  

Length of cyclic prefix 

LR Total number of relays employed 

m State at time instant k 

N0 Noise power spectral density 

𝑁1
𝑆, 𝑁1  Received sequence’s length in bits from source S 

𝑁2
𝑅, 𝑁2  Received sequence’s length in bits from relay R 

𝑝  Resolvable path in multipath FSRF channel 

P Total number of resolvable paths 

p0 Parity bits corresponding to the C1 encoder 

p0,k k-th parity bit corresponding to the C1 encoder 

p1 Parity bits corresponding to the C2 encoder 

p1,k k-th parity bit corresponding to the C2 encoder 

�̅�  Data rate (bps) 

Rc Turbo code rate 

Rω ω-th Relay node 

Rx Receive station 

S Source node 

Tb Bit duration (s) 

Tx Transmit station 

w AWGN vector 

WB Entire bandwidth of interest (Hz) 

𝐱𝑆  Modulated sequence of symbols transmitted by 

the source 

𝐱𝑆  OFDM encoded Turbo codeword sequence 

transmitted by the source 

𝐱𝑅   Modulated sequence of symbols transmitted by 

the relay 

𝐱𝑅  OFDM encoded Turbo codeword sequence 

transmitted by the relay 

y Received coded symbols vector 

𝐳J
  Wideband noise jamming signal 

𝐳J1
  Jamming signal during the first time slot 

𝐳J2
  Jamming signal during the second time slot 
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Greek symbols 

 

𝛼𝑘
𝑚  Forward state metric at time k and state m 

𝛽𝑘
𝑚  Reverse state metric at time k and state m 

𝛽𝑘+1
𝑓(𝑖,𝑚)

  Reverse state metric at future time k+1 and next 

state f(i,m) 

𝛾  SNR (signal-to-noise ratio) 

𝛿  Time slot of cooperative communication 

𝛿𝑘
𝑖,𝑚

  Branch metric at time k and state m 

𝛿̅(∙) Dirac delta function 

𝜂p Delay associated with the p-th path 

λ  Soft-bits LLR 

𝜌𝑘  Input a-priori probability ratio at time k 

𝜌𝑘
𝑒  Output extrinsic likelihood at time k 

σ Standard deviation of the AWGN 

𝜎𝐽  Standard deviation of the jamming signal 

σ2 AWGN Variance 

𝜎𝐽
2  Jamming signal variance 

ω Relay number 
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