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ABSTRACT

Managing the customer-supplier relationship in procurement has always been characterized by its complexity, especially during crises. Large enterprises manage to mitigate risk thanks to their ability to adopt high-performance tools that ensure real-time visibility across their entire supply chain (SC). In contrast, small and medium-sized firms struggle to adapt. This study examines visibility enhancement strategies in emerging automotive markets taking the Moroccan model as a leading example, revealing that there are effective technological tools that are not accessible or widely adopted by most companies. To fill this gap, this study presents a conceptual architecture of a decision support tool that will assist manufacturers and researchers alike in achieving better visibility of their supply chain and identifying capacity risks based on the trilogy of customer, Tier I, and Tier II suppliers. Findings reveal that managing risk in the supply chain requires a multifaceted approach. Firstly, it identifies crucial measures such as establishing backup suppliers and planning overtime based on stakeholders' responsibilities, which are essential for mitigating risk. Secondly, the study proves that risk localization within the supply chain is feasible, enabling companies to target their risk management efforts more effectively. Finally, it underscores the significance of monitoring supplier performance through a dedicated key risk indicator (KRI) called supplier risk follow-up (SRF-U), ensuring that suppliers meet performance standards. These findings collectively provide a comprehensive strategy for improving supply chain resilience (SCR) and efficiency. This study implements a short-term solution, increases visibility, and responds quickly to complicated crises.

1. INTRODUCTION

The 16 November 2019 marked the first occurrence of Covid-19 in Wuhan, China. It proved to be one of the most disruptive crises to hit the global economy [1]. It not only struck the healthcare system but also severely crippled all other sectors [2]. Businesses had to face an unclear perspective and an uncertain future, which jeopardized the very survival and existence of some. The disruption propagated all over, causing a ripple effect [3, 4]. Simultaneous disruptions and interruptions in demand, supply and transportation have brought life to almost a standstill, particularly in a context of globalized markets where each country has become highly dependent upon the others. Hence the need to question the sustainability of the supply chain [3].

The current crisis has highlighted the need to be wary of the supply chain’s resilience and ensure that it is well-prepared to withstand unforeseen events, whose time, place and impact may not always be predicted [3, 5]. Indeed, rethinking and restructuring the supply chain are critical for ensuring any company’s continued survival in today’s markets, let alone achieving its growth targets. But the difficulty of multi-stage supply chains is the inability to predict risk and to maintain a high degree of visibility over the whole chain, due to the logistical chains’ complexity, companies are not able to track goods in real time right from the first upstream supplier. Morocco at its level has suffered the consequences of similar internal and external crises. It has 3 industrial zones: Tangier Tetouan El Hoceima, Casablanca Settat and Rabat Salé Kenitra, where the 2 world leaders in the automotive industry Renault and Stellantis are positioned. There are also rank 1 and 2 equipment manufacturers in these 3 areas as well as in Fez, Meknes and Sous Massa. This distribution of production centers is concentrated on these first 3 areas given the number of limited ports located on Tangier and Casablanca and which are the only link export to the international knowing that Morocco is a leader in the automotive sector with an export rate that amounts to 90% mainly to Europe [6]. This concentration further complicates the fluidity of maritime and road flows given the lack of alternatives, infrastructure and the consequences of geopolitical tensions including inflation of energy and transport costs.

Choosing a supply chain visibility case study in Morocco offers a unique and compelling opportunity due to several factors. Morocco’s automotive industry is in a phase of ongoing development, characterized by rapid growth and the integration of advanced technologies [7], although it is not yet fully developed and does not extensively use high technology.
[8]. The region's attractiveness due to lower labor costs and a skilled workforce further enhances its appeal for automotive manufacturing and supply chain operations. Additionally, Morocco's strategic location as a trade hub connecting Europe, Africa, and the Middle East adds complexity and relevance to studying supply chain visibility. Currently, visibility between customers and suppliers, including Tier I and Tier II suppliers, is still below target, with customers often lacking real-time access to information from their suppliers. Addressing inefficiencies such as communication gaps, inventory management challenges, and demand forecasting inaccuracies through improved visibility can significantly enhance operational efficiency and competitiveness. Moreover, the Moroccan government's support and investment in the automotive sector underscore the importance of optimizing supply chain practices to meet both regional and global market demands. This makes Morocco an ideal case study for exploring and implementing supply chain visibility improvements that can drive growth, innovation, and sustainability in the automotive industry.

Companies usually find it difficult to pinpoint the origin of a problem and which sub-tier supplier is involved [4]. They often rely on single sourcing to meet a specific cost target or decrease volumes so as not to seek a second or third backup supplier. Covid-19 has proven that proper management and monitoring of customer-supplier Tier I and II dependencies can bolster the immunity of the supply chain, knowing where the disruption would come from, which part would be shut down, therefore giving enough lead time to mitigate the risk before it occurs [9].

Lean manufacturing supply chains are more exposed to the risk of such incidents, just in time makes the supply chain more vulnerable and susceptible to failure at any time. The fluctuation of demand at the last minute coupled with the globalized nature of the supply chain is a major challenge that requires adequate contingency planning [10].

These crises also exposed the need for accelerated digital transformation, encompassing: big data analytics (BDA), end-to-end visibility, automation, 3D printing, Big Data, and blockchain [11, 12]. Consequently, any company that strengthens digital integration would be significantly better positioned and prepared to face similar incidents in the future [13].

Adaptability and recovery speed are likely to be key objectives in the future, but despite studies that address and propose solutions to similar events, the field of study remains fertile and generalized solutions are not yet established. This study aims at developing a decision supporting tool architecture that will provide an early warning in case of risk. As such, it showcases the importance of end-to-end visibility. Existing studies propose solutions based on high cost of implementation digitalized solutions such as blockchain. This technology however is not tailored to the needs of all economies and remains out of reach for most companies worldwide. This study, in contrast, suggests a possible approach to identify, analyze, respond and control risk.

2. LITERATURE REVIEW

In order to develop our study and keep it up to date, we need to anchor our definitions and analyses on the latest trends and research that address concepts and themes related to SC, its visibility, resilience and its risk management.

2.1 Supply chain visibility

In order to understand supply chain visibility (SCV), it is first necessary to determine what it is exactly. The most common definition involves the ability to access information at any time, yet there are many different definitions and perspectives.

Previous studies focus on information sharing; Barrat and Oke defines SCV as the sharing of mutually important and valuable information [14]. Bartlett defines it as exchange of information through an e-space [15]. Phalh and Moxhan points the effective use of information. Wei and wang confirm that SCV is strongly linked to the extent to which a firm can acquire information and quickly recognize changes in environment [16]. Zhang related it to the ability of SC actor to give or get timely information through information technology (IT) systems [17]. Information sharing is therefore an integral part of visibility.

To conduct our study, we will consider visibility as defined by all those authors since they have common point “information sharing” yet different objectives to maintain visibility. Thus, useful information sharing needs to be facilitated through the use of digital technologies.

2.1.1 Information sharing

Information acts as the main driver for every decision-making process given the technological progress and emergence of numerous sources. Access to information is not always easy considering the massive amount of data which flows in different forms and characteristics such as: volume, velocity and variety [14, 18]. Data is either presented in transactional form, i.e. in a structured manner and from structured sources, or it is presented in unstructured form social media [18]. Which further complicates the retrieval and processing operations. Information sharing is a major challenge for the supply chain, which is becoming more complicated due to the degree of inter-connectivity and interdependence of its stakeholders. The sharing of information gets more difficult depending on the quality, integration and security of the information [19]. Knowing how to extract useful and accurate information could serve all actors to make better decisions, analyze, respond and control any risk, perform risk analysis and act proactively. Information sharing that meets all these criteria is mostly based on a high degree of collaboration and trust and becomes more prevalent in a collaborative supply chain (CSC) [20].

2.1.2 Digital technologies

Digital transformation is of vital importance for companies [21], it demands a shift in processes and needs to target SC resilience [12, 22]. It is a driving force for having access to accurate information in real time. Eliminating and reducing the risk of error and delayed decision making which can be costly.

As part of the 4.0 industrial revolution, supply chains have become increasingly digitized, mainly through the use of the cloud, BDA, internet of things (IOT), radio frequency identification (RFID), and robotics. This major shift has allowed for greater integration and interconnectivity, making information sharing laterally and vertically across the supply chain tree effortless and quasi-instantaneous thus significantly increasing visibility throughout the supply chain [23].

While these advanced digital tools such as IoT sensors, blockchain technology, and predictive analytics offer promising solutions for enhancing supply chain visibility [24],
their adoption is not universal across all companies, particularly small to medium-sized enterprises (SMEs) [25]. Factors such as high implementation costs, limited technical expertise, and the scale of operations can hinder their widespread use [26, 27]. Moreover, reliance on legacy systems, risk aversion, and challenges in convincing suppliers to adopt compatible technologies further impede adoption [28]. From this arises the clear utility of implementing a tool capable of providing visibility across all categories of businesses. While these tools hold potential for improving efficiency and decision-making, their complexity and customization needs may render them impractical for smaller firms with limited resources and simpler supply chain structures. As technology continues to evolve, addressing these barriers and making advanced tools more accessible to smaller enterprises will be crucial for realizing the full benefits of supply chain visibility across the industry.

2.2 Supply chain resilience

The supply chain must be viable, capable of absorbing the impact of sudden events, to rebuild itself subsequently to establish a new state which is not only adapted but also normalized [28-30]. The ability to quickly stabilize after a shock strengthens immunity and makes the adaptive supply chain (ASC) capable of protecting itself, thanks to the emergence of new technologies and artificial intelligence (AI) decision-making tools in real time, which saves time and improves the time at risk (TaR) [9, 28].

Before launching a car into production, where the vehicle is 100 functional and intended for sale to the general public. The components first go through body tests, where each component undergoes several tests in order to meet the constraints required by the specifications. Then vehicle tests, where the car is exposed to extreme conditions in order to evaluate its robustness. In the same way, in order to qualify a supply chain as resilient, one must take into account the nature, the environment and especially the economy to which it belongs. A small company must ensure its survival during a critical event, while a large one aims to maintain and even increase its turnover under similar conditions. The contingency plan is strongly linked to the size of the company and the level of complexity of its value chain. The multiplicity of actors renders decision-making in case of risk complicated and requires taking into account many uncertain non-fixed parameters [28].

2.3 Supply chain risk management (SCRM)

Risk as defined by ISO 31000 is "the effect of uncertainty on objectives". It can be both positive and profitable, therefore we, as managers, seek to maximize it. Or it can be negative, in which case we seek to minimize or even eliminate its effects if possible.

Risk is characterized by uncertainty, which is the probability that an event may or may not occur [9, 28]. This is also a main characteristic of the supply chain. A system in which several actors interact in physical, informational and financial flows and which is always threatened by internal and external stochastic events [9]. Risk is strongly linked to the supply chain, that’s why researchers and industrialists have and still are conducting massive studies to try to manage it. Hence, Ho et al define SCRM as: “an inter-organizational collaborative endeavor utilizing quantitative and qualitative risk management methodologies to identify, evaluate, mitigate and monitor unexpected macro and micro level events or conditions, which might adversely impact any part of a supply chain” [31]. Furthermore, collaborative risk management is a key element to improve and straighten supply chain resilience [32].

The purpose of risk management is to either accept, review or reject the impact of risk. It makes it possible to determine to what extent the risk is acceptable, to suggest KRI, to test and to analyze by means of KRI. It is characterized by 4 steps [33]:
- Identification: explore and identify the risk.
- Assessment: investigate the source of the risk and the extent of the impact.
- Response: make a contingency plan to optimize the risk effect.
- Control: Maintain a controlled post-risk state that leaves no room for uncertainty through KRI, key performance indicators (KPIs) and key control indicators (KCI) that capture each event.

For efficient risk management, every company must have access to useful information, in real time, allowing a high level of visibility on almost all of its value chain and in either layer of its organizational focus (operation to strategic), thus bolstering its resilience. To this end, we have proposed a framework (Figure 1) that visualizes the objective of our study and clarifies the premise. The schema is divided into 3 parts:
- Operational: it concerns the identification and primary detection of the risk.
- Tactical: it deals with risk assessment and response, how to eliminate the risk or at least render it acceptable. How to achieve savings even in a state of crisis?
- Strategic: the question is to prevent the risk from recurring.

Figure 1. Proposed framework of the link between SCV, SCR and SCRM

The disparity between articles read and the practical advantages of thorough study is starkly evident. While articles may offer solutions, implementing them requires significant investments of both time and money, resources often beyond the reach of SMEs. To bridge this gap effectively and based on previous definitions and analysis we have formulated the following research questions:
- How can visibility be achieved across the customer, Tier 1 and Tier 2 suppliers in an emerging automotive market?
- What are the main measures we can implement in
What alternative strategies can SMEs employ to adapt without extensive financial outlays?

Addressing these questions offers several key advantages in navigating the complexities of supply chain management in emerging automotive markets. Firstly, understanding how visibility can be achieved across customers and suppliers allows businesses to anticipate potential disruptions and proactively manage their supply chains. Secondly, identifying main measures to implement in the event of risk occurrence enhances the organization’s resilience, ensuring swift and effective responses to mitigate negative impacts. Lastly, exploring alternative strategies for SMEs to adapt without significant financial investments fosters innovation and sustainability, enabling these businesses to thrive amidst constraints. By tackling these questions head-on, companies can cultivate robust supply chain practices that foster agility, resilience, and long-term success in dynamic market environments.

3. METHODOLOGY

To conduct this study, 81 articles were scoped in google scholar and web of science databases featuring the keywords "supply chain", "SCRM", "SCR", "SCV", "digital transformation" and "Covid-19 SC insights". After removing duplicates, we kept 65 then we read the in totality with a focus on articles including all keywords cited above. Articles that don’t give insights about how to manage supply chain risk in a crisis situation were excluded. To finally retain 33 articles that contain mitigation guidelines against crises where visibility in risk management appears as a key common strategy for all concerned articles as shown in the (Figure 2).

Through previous review it is clear that supply chain visibility is a key factor in preventing and managing risk. This is the foundation on which to plan for a more resilient supply chain in the post-covid era. All studies on improving SCR are mostly based on the degree of visibility that stakeholders can achieve, be it upstream or downstream loop.

3.1 Study model

To be closer to reality, the model developed to illustrate the study is based on our own experience within 2 large multinationals in Morocco. In general, each customer in the automotive sector has at least 2 suppliers, and each supplier has at least 2 suppliers themselves and so on.

That’s why the chosen model for this study (Figure 3) takes into account a customer, n Tier I suppliers and k Tier II suppliers. A model is characterized by an objective function that is most often used to maximize profit, quality or minimize costs, CO2 emissions or any other parameter that fits the outlined goal. Constraints in a model designate the weaknesses that impede the fulfillment of the objectives. In our case, the main constraint is the risk minimization.

The risk can come from various causes depending on, among others, the procurement method. Once again, we have chosen to present the method in the following sub-section used in the majority of automotive companies with procurement lead times that vary according to the supplier's location, and fluctuations that can lead to stock-outs.

First, the procurement method is outlined to demonstrate the possibility of fluctuations that could lead to a shortage. Next, the constraints that trigger the risk alert are presented, and then the entire process is detailed on a workflow supported by a description algorithm.

3.1.1 Procurement method

The client is the king in any value chain and the sustainability of business between the two or even the three parties depend first and foremost on fulfilling the client’s demands while respecting the project management triangle: cost, time, scope and quality.

We will assume that ordering is conducted once a week (a common practice in the Moroccan automotive sector). In this case, a decision-making tool architecture is developed that will allow to visualize the risk well before its occurrence, leaving time for decision makers to react proactively. The electronic data interchange (EDI) is used as an input to identify the way customer shares his demand with supplier and RFID is used to track inventory in real time which means the main scenario is related to demand vs stock. Next, series of measures were proposed to implement in case of risk materialization based on our own experience in the automotive field. Finally, an indicator is established to monitor the evolution of suppliers who present a capacity risk and who have succeeded (or not) in securing it.
model, the customer submits his order via an electronic data interchange that indicates the set quantity to be satisfied in the following week as well as the projected quantities to be filled as of w+1, which implies a high risk of fluctuation with the need. The Tier I supplier, being itself a customer as far as its Tier II supplier is concerned, undertakes the same procedure according to demand trends and available inventory as of every end of the week. The client’s projection in w+1 week constitutes therefore a fixed obligation between the Tier I supplier and the Tier II supplier. The Figure 4 illustrates this relationship in detail.

**Figure 4.** Procurement process

### 3.1.2 Risk Alert activation scenario

For our model, we propose the following assumptions considered necessary for the validity of the study:

- The actual inventory of the supplier is unknown to the customer.
- The contractually agreed capacity between the supplier and the customer is determined through an initial capacity audit.
- The transport schedule is also contractually determined, the supplier and the customer know at what time the latter must receive the goods
- Suppliers use RFID/Quick response (QR) code technology to track their inventory in real time.
- The day of reception of the EDI is contractual.

With:

- \( w \): weekly interval \([w_1, w_2...w_r]\).
- \( i \): number of Tier I suppliers; \(i_c \in [0, n]\).
- \( j \): number of Tier II suppliers; \(j_c \in [0, m]\).
- \( Cai \): number of customers for the supplier \(i\).
- \( Qi, w \): fixed quantity requested by the customer on \(w\).
- \( Qi,w-1 \): fixed quantity requested by the supplier \(i\) on \(w-1\) to the sub-supplier \(j\).
- \( St(i/j),w \): remaining stock after delivery in the period \(w\) (or stock of coverage of \(x\) contractually binding days).
- \( Capi,w \): Tier I \(i\)'s production capacity within \(w\).
- \( Capj,w \): Tier II \(j\)'s production capacity within \(w\).
- \( a \): customer fluctuation on the forecast \(w+1\) which becomes fixed during the week \(w\).
- \( ac\in[-p: p]\), where \(p\) is the contractually stipulated percentage of the permissible fluctuation.
- \( Xd \): production capacity of the required days to be covered on \(w+1(w=0)\) by the supplier.

Time in transit: time allocated for each supplier to prepare the goods; we consider 1 week for each level.

The customer sends the EDI which is the quantity of parts needed for the next week in \(w\) on a horizon \(H\). a week \(w\) closes and \(w => w + H\) forecast. The reception of the request is done during the week \(w\), to leave the supplier the time to program its manufacturing planning and scheduling (MPS).

The fixed quantity of the week \(w+1\) constitutes a risk of fluctuation: Increase or decrease of the demand (constraint A).

\( A: Qi, w * 1 ± a > Sti, w \)

Demand \((w+1) > stock end(w) + Xd(w+1)\)

stock end(w)=stock(w=EDI reception)+ days left* (inputs-outputs)

The quantity being already communicated in \(t\) from the Tier I supplier to the Tier II supplier (constraint B).

\( B: Qi,w-1 > Stj,w-1 \)

As a consequence, risk \(R\) occurs when \(A\) or \(B\) happens:

<table>
<thead>
<tr>
<th>A</th>
<th>B</th>
<th>R</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>0</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>1</td>
<td>0</td>
<td>1</td>
</tr>
<tr>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
</tbody>
</table>

### 3.1.3 Shortage alert workflow

To identify the risk, we assume that this model is part of a computerized system proposed not only to alert the customer in case of risk either at the level of the supplier Tier I or Tier II, but also to track the eventual solutions of the 3 parties. However, when the alert is triggered, it is followed by a number of measures concatenated in the ”preventive measures sub-system”. This sub-system consists of a number of solutions, among others, to prevent the risk before it actually occurs. This workflow is based on an if analysis technique that takes into account several possible scenarios depending on the comparison between customer demand and supplier stock. A detailed explanation is shown in algorithm 1.

**Figure 5.** Shortage alert workflow

Because operations repeat between [customer-supplier Tier
I] and [supplier Tier I-supplier Tier II], and to ensure clarity and reader understanding, the [customer-supplier Tier I] operations are illustrated in Figure 5. The latter are of a deductive nature. Upon executing a command at the Tier II level, it serves as input for Tier I stock database.

**Algorithm 1:** Shortage alert workflow description

1. The Customer places the order
2. if \( p < \alpha < p \) then
3. The request is in an appropriate order and the customer is within the terms of the contract.
4. The system receives the order and then checks the stock using RFID in real time
5. if the stock is available then
6. The order is fulfilled.
7. else
8. The Potential Disruption alarm is triggered.
9. The optimization model is initiated which provides several preventive measures that may be used in mitigating or eliminating the risk.
10. if the measures are successful then
11. The order is fulfilled.
12. else
13. The Actual Disruption alarm is triggered, announcing the risk’s concretization.
14. end if
15. end if
16. else
17. if \( \alpha > p \) then
18. The request is beyond the contracted limit, the client is notified of the discrepancy, yet the system receives the order and continues to check the stock using RFID in real time:
19. if the stock is available to cover the FULL amount, then
20. The contractual amount is fulfilled.
21. The decision to satisfy the surplus amount is left to the supplier.
22. else
23. if the stock is available to cover the contractual amount, then
24. The client is notified.
25. The contractual amount is fulfilled.
26. else
27. The Potential Disruption alarm is triggered.
28. The optimization model is initiated which provides several preventive measures that may be used in mitigating or eliminating the risk.
29. if the measures are successful then
30. The order is fulfilled.
31. else
32. The system triggers the Actual Disruption alarm.
33. end if
34. end if
35. end if
36. else
37. In this case \( \alpha < p \), there is no capacity risk but rather an oversupply that can be managed in the following orders.
38. end if
39. end if
40. The timer is used to designate the one-week time difference the dispatch of the EDI requests between supplier Tier I and Tier II (further detailed in the Procurement subsection)

3.1.4 Measures to implement in case of risk materialization

To be closer to industry, we have gathered from the industrial field some measures taken in case of risk:

**Assumptions:**

- \( K \): Number of backup suppliers allocated to each Tier supplier.
- \( C_{fb}, w \): transportation costs for sourcing from the backup supplier \( k \).
- \( C_{puk}, w \): unit cost for sourcing from the backup supplier \( k \).
- \( C_{ab} \): contractually agreed capacity between buyer and backup supplier.
- \( C_{sup} \): cost of overtime to offset the risk.
- \( Nh_{cap} \): number of parts produced per hour by supplier \( i \).

**The first preventive measure** is to schedule overtime at the supplier’s expense if there is insufficient capacity in the event that \( \alpha < p \), otherwise it is at the customer’s expense. The number of overtime hours between the reception of the request and the end of the week necessary to fulfill the demand:

\[
(3) \text{Number of overtime hours} = \frac{Q_{t, w}(1 \pm \alpha) - S_{t, w}}{Nh_{cap}}
\]

With following overtime hours cost:

\[
(4) \text{Overtime hours cost} = \text{number of overtime hours} \times C_{sup}
\]

**The second preventive measure** consists in sourcing the remainder from one of the backup suppliers, with a cost minimization objective function, called “disruption cost”. We suppose that for each supplier of the customer, there are several backup suppliers who deliver the same parts with the same quality in response to the same functional specification, our subsequent model will take into account only the Tier I which is directly linked to the customer. The same model can be used for the next-tier suppliers:

\[
(5) \text{Min disruption cost: } \text{min} \left[ ((Q_{t, w} - C_{puk, w} + C_{fb, w}) \times Y_{t}) + C_{ab} \times Y_{t} \right]
\]

Under the constraints:

- \( Q_{t, w} < S_{t, w} \) constraint on capacity
- Sum (quantity of backup suppliers) = residual (1 ± \( \alpha \))
- \( Y_{t} = 1 \) risk occurs Constraint of risk occurrence
- 0 if not

The resolution of the model is not the subject of this study given the availability of appropriate resolution tools such as Cplex or LP solve. If these solutions fail to solve the problem and the risk occurs and the shortage is realized, the actual disruption alert is triggered.

4. FINDINGS AND ANALYSIS

Among the workflow objectives is developing risk preventive measures and alternative solutions as part of a contingency plan adequate for each stakeholder of the model. Furthermore, it is necessary to monitor and control risk throughout the future. Thus, two measures are proposed to effectively manage the customer-supplier dispute and to establish an adequate cooperative management structure. The first one consists in accurately locating the source of the risk (risk localization). The second, is based on a KRI, specified for tracking and monitoring supplier performance over time.
Some managerial insights are proposed to further investigate possible strategic measures that could be explored in future work to enable the stakeholders to get a more global and strategic outlook and facilitate meeting the objectives.

4.1 Risk localization

Among the main objectives of this system is risk control, therefore it is crucial to locate the exact source of the risk; in other words, to identify the responsible supplier. This will provide a two-way visibility that includes the client and its Tier I suppliers and a three-way visibility that includes all three parties (client-Tier I suppliers-Tier II suppliers).

To do this, the alert must be configured as a matrix. Let A be the matrix assigned to the alert:

\[ A = \begin{bmatrix}
    TII[1,1] & TII[2,1] & \cdots & TII[N,1] \\
    \vdots & \vdots & \ddots & \vdots \\
    TII[1,M] & TII[2,M] & \cdots & TII[N,M]
\end{bmatrix} \]

Such that:
- \( N \): number of the client’s Tier 1 suppliers.
- \( M \): maximum number of Tier II supplier
- \( T \): Risk state (1 if present, 0 if not, NaN if the supplier is nonexistent).

If risk occurs outside the first row, then the disruption is among the Tier II suppliers, the column number represents to which Tier I supplier his is sub-supplying, while the row number represents its specific ID. If the matrix is null then there are no current disruptions within the supply chain. The matrix can also account for multiple sources of disruptions (multiple non-zero values).

4.2 Supplier risk follow up

To be able to control the risk thus to continuously monitor the supplier performance and the identification of supplier(s) with a high-risk occurrence. We have introduced a new KRI that calculates the risk rate over a given period. This KRI serves to identify the number of times the customer chain has effectively stopped due to supplier error. Supplier risk follow up (SRF-U) can be evaluated in terms of quarter (Q1; Q2; Q3; Q4). That is to say, after each quarter, we collect the KRI of each supplier and establish a dashboard to monitor whether the supplier has improved in terms of customer demand satisfaction or not.

\[ SRF-U = \frac{\text{Alarm actual disruption}}{\text{Alarm potential disruption}} \]

4.3 Managerial insights

We have defined 5 points of managerial insights that can be taken into account from decision makers to prevent shortage occurrence as shown in Figure 6.

1. Sometimes the supplier is in a monopolistic position as it is the only one to offer the part on the market or it holds the intellectual property. In these cases, it is necessary to share visions and mitigation strategies, to jointly invest in a contingency plan that is adaptable to any type of risk and to accelerate technological advancement as much as possible for all the players along the value chain.
2. Decision makers can set contract penalties for stakeholder disengagement, fix permissible fluctuation rate, and set non-satisfaction of demand and downtime costs. They can also develop a supplier performance monitoring dashboard based on KPIs and KRIs. Also, secure the loyalty of strategic and performing suppliers with long term contracts.
3. Building up enough stock is also a possible solution. Although it ensures the availability of products, it involves a storage cost, space, workforce and the risk of obsolescence for a specific type of product. For example, the steel frames used in most car seats are at risk of corrosion once exposed to the ambient air in the absence of a protective coating, which incurs additional costs. Apart from these risks, the part could be subject to change over time as well as its technical specifications, resulting in dead stock.
4. Decision makers can orient the product life cycle toward diversification right from the design phase. In other words, plan for substitute parts, which serve as a back-up in case the main part is unavailable. They can also Standardize as much as possible so that a single part can be used in several vehicles. In the automotive industry, for example, reskinning allows the same vehicle to be kept under different brands, the only difference being superficial modifications. A good example of this is the Opel Corsa and the Peugeot 208, or the Peugeot 2008 and the Opel Crossland, which are both based on a common design and technical base, but which are not aesthetically similar.
5. Companies can use emerging technologies to track goods in real time such as RFID which most companies are now introducing especially in e-commerce. Blockchain, which allows to guarantee traceability, credibility and information sharing without resorting to a third party, and to reduce footprint by using smart contracts instead of paper. IoT for massive data processing.

5. DISCUSSION

The increase in visibility by detecting/preventing risk along the supply chain has indeed allowed for a greater control of capability requirements. Moreover, through our proposed preventive measures and managerial insights we succeeded in
minimizing risk occurrence, thus immunizing the SC against low-frequency, high-impact major events such as Covid-19. Nonetheless, our model is subject to intrinsic limitations arising from underlying assumptions, such as only taking three tiers into account, which does not reflect the complexity and over-stages that some real-world supply chains may exhibit. The model also relies on capacity as a warning criterion, many factors however, can also lead to a failure in meeting customer demand, such as transport delays, breakdowns, random stoppages, defective parts and other varying and unknown factors. The proposed solutions and preventive measures are thus by no means exhaustive and remain to be validated by an in-situ study.

6. CONCLUSION

Today’s crises have shown that supply chain risks need to be taken into account while designing appropriate strategies. The strategies developed in the past have proven to be insufficient and have shown that the ecosystem is not prepared for high impact events such as a pandemic. This study focuses on improving visibility through a model that facilitate on-time risk detection and its localization in an emerging automotive market such as Morocco since it serves as an ideal model for this study.

In the first step, we identified the drivers of resilience through a literature study. Visibility emerged as a crucial factor, consistently highlighted as a strategy to prepare the supply chain for the new normal, enabling it to either withstand or adapt to adverse effects. However, despite the extensive literature reviewed, the results remained theoretical, with no tangible tools being proposed.

In a second plan, an if analysis was done to enhance visibility resulting in an architecture that links the customer, his supplier and the supplier of his supplier. Main findings of the study can be divided into three sections.

- Risk identification, the architecture implemented in a real-time system, takes into account the capacity risk that can occur during the supply; warns the three parties: customer, Tier I and Tier II suppliers using alarms, then gives access to the measures that can be implemented in case a risk is detected and according to each scenario in order to reduce or even prevent the breakdown.

- Risk assessment, first measure is planification of overtime for remaining quantities where charges are under shortage responsible, is this case customer or supplier. Second measure consists of sourcing remaining quantities from backup suppliers with a cost minimization target.

- Risk control, on one hand we have assigned a matrix to the alert system allowing us to pinpoint in real-time the source of the risk (risk responsible) so that customer can react quickly allowing cost and time savings instead of checking all suppliers involved in the supply chain. Each time we define shortage responsible among suppliers we can start counting the number of times risk occurs and we have built SRF-U, a dedicated KRI that ensures a close follow-up of supplier performance, improvement tendency and to which extent each one of them is willing to reduce risk occurrence based on quarter tiles. Moreover, managerial insights including collaborative supply chain risk mitigation, supplier contracts terms review, efficient stock management, product lifecycle redesign and digitalization implication were discussed to allow for futuristic and global decision making.

Building on the findings of this paper, our study faces some limitations. Indeed, the model uses capacity as a warning criterion, customer demand may still not be met due to various issues such as transport delays, equipment breakdowns, unexpected stoppages, defective parts, and other unpredictable factors.

Future research scope may pursue a detailed examination of risk typology and tailored solutions for other unexpected risks including criteria’s other than capacity. It may also investigate the integration of artificial intelligence to enhance the proposed system reliability. Additionally, future work may explore the implementation of the concerned architecture within a real-world company to double prove its great usefulness in all situations and especially during complex crises.
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**NOMENCLATURE**

<p>| SC | Supply Chain |
| SCV | Supply Chain Visibility |
| SCR | Supply Chain Resiliency |
| CSC | Collaborative Supply Chain |
| RFID | Radio Frequency Identification |
| IOT | Internet of Things |
| EDI | Electronic Data Interchange |
| KRI | Key Risk Indicator |
| KPI | Key Performance Indicator |
| KCI | Key Control Indicator |</p>
<table>
<thead>
<tr>
<th>Acronym</th>
<th>Description</th>
<th>Acronym</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>SCRM</td>
<td>Supply Chain Risk Management</td>
<td>BDA</td>
<td>Big Data Analytics</td>
</tr>
<tr>
<td>MPS</td>
<td>Manufacturing Planning and Scheduling</td>
<td>ASC</td>
<td>Adaptive Supply Chain</td>
</tr>
<tr>
<td>TaR</td>
<td>Time at Risk</td>
<td>AI</td>
<td>Artificial Intelligence</td>
</tr>
<tr>
<td>SMEs</td>
<td>Small and Medium-Sized Enterprises</td>
<td>QR</td>
<td>Quick Response</td>
</tr>
</tbody>
</table>
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